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5.1 MINIMUM REQUIREMENTS – List of Confidential and Trade Secret 
Information 

All confidential and trade secret information throughout our submission is enclosed in a box, per the 
instructions in item 14 of Attachment B. Any page containing a red box has been marked 
“CONFIDENTIAL” at the top and bottom of each page in bold, red.  

Below is a list of confidential and trade secret information that has been redacted throughout our 
proposal.  

Table 5.1-2. List of Confidential and Trade Secret Information 
 Confidential and Trade Secret Response Description RFP Section Number 

and Page Number of 
Response 

1 Description of local economic impact, including confidential sums 5.1 – Minimum 
Requirements Table; 
Question 1, page 4, 
paragraph 1 

2 Description of grant-making investments and contributions, including 
confidential sums 

5.1 – Minimum 
Requirements Table; 
Question 1, page 5, 
paragraph 1 

3 Description of public-school grants, including confidential sums 5.1 – Minimum 
Requirements Table; 
Question 1, page 5, 
paragraph 4 

4 Reference contact information 5.1 – Minimum 
Requirements Table; 
Question 3.b, page 5 

5 List of educational activities for staff development Attachment H, 
Question 2, pages 2-3, 
bullet list 

6 Signature Attachment J 
7 Signature Attachment I 
8 Signature Attachment E 
9 Signature Attachment H 
10 List of vendors outside of the US Attachment D, 

Question 1.b, Pages 1-
2,  

11 Appendix 1 – Audited Financial Statements (appendix to question # 5 
of the 5.1 TPA Minimum Requirements Table) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 1 – entire 
document 

12 Appendix 2 – Statutory Financial Statements (appendix to question # 5 
of the 5.1 TPA Minimum Requirements Table) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 2 – entire 
document 

13 Appendix 3 – Privacy Policies (appendix to Attachment H – HIPAA 
Questionnaire, question # 7) 

Appendix 3 – entire 
document 
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• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

14 Appendix 4 – Security Policies (appendix to Attachment H – HIPAA 
Questionnaire, question # 11) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 4 – entire 
document 

15 Appendix 5 – SOC 2 Report (appendix to Attachment H – HIPAA 
Questionnaire, question # 21) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 5 – entire 
document 

16 Appendix 6 – List of Breaches (appendix to Attachment H – HIPAA 
Questionnaire, question # 22) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 6 – entire 
document 

17 Appendix 7 – List of Business Associates (appendix to Attachment H – 
HIPAA Questionnaire, question # 24) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 7 – entire 
document 

18 Appendix 8 – Copies of BAAs (appendix to Attachment H – HIPAA 
Questionnaire, question # 25) 

• Entire document is redacted. A title page is included in lieu of 
printing full pages to reduce our carbon footprint. 

Appendix 8 – entire 
document 

 

 







RFP #270-20220830TPAS  
The North Carolina State Health Plan for Teachers and State Employees 
Third Party Administrative Services  
 

 

 
Page 2 

 

the most recent revision. To satisfy this requirement, reports must 
have been issued within twelve (12) months prior to the anticipated 
Contract award date or be supplemented by bridge letters covering no 
more than two (2) years subsequent to the initial report issuance date. 
Vendor shall provide a crosswalk document along with full copies of 
the third-party security certification or assessment report(s), and any 
necessary bridge letters. Vendor shall also identify which specific 
system(s) covered by the third-party security certifications or 
attestations will be used to provide the Services under this Contract. 
Opinion letters or security certification attestation letters will not be 
submitted in lieu of full report(s). 

c) Vendor shall agree that the Plan has the right to independently 
evaluate, audit, and verify such requirements as part of its evaluation 
and during the life of the Contract, including requesting the 
performance of a penetration test with satisfactory results. The State 
will verify any such third-party security certification or assessment 
report yearly during the life of the Contract, and Vendor will be 
required to provide an updated report or bridge letter verifying that 
there have been no material changes in the controls reported since the 
issuance of the last report. Bridge letters will only be accepted for two 
(2) years after the date of the initial report to satisfy this requirement. 

D) Vendor shall agree that the Plan has the right to, based upon its 
evaluation, require that Vendor maintain cyber breach liability 
insurance coverage in an amount specified by the Plan, and/or commit 
to obtaining a favorable third-party security certification or assessment 
report no later than six months prior to the date that Services under 
this Contract begin as a condition of Contract award. Vendor shall 
provide documentation of the amount of cyber breach liability 
insurance that it currently carries for all Vendor and/or third-party Data 
Centers and Information Technology Systems used to provide the 
Services under this Contract that will contain Plan Data. If Vendor is 
currently undergoing a third-party NIST SP 800-53 Rev. 5 (or most 
recent revision) compliant security assessment of such Data Centers 
or Information Technology Systems, Vendor shall provide proof of 
purchase or a copy of its contract with the third-party retained to 
perform the audit, and the expected date for completion. 

e) Vendor shall accept, and the Plan understands, that security 
certification and assessment reports and security information provided 
to the State for the purpose of this Contract may contain confidential 
information and/or trade secrets. Refer to Section 14 “Confidential 
Information” of ATTACHMENT B: INSTRUCTIONS TO VENDORS for 
information regarding the treatment of Confidential Information. 

5 Vendor must demonstrate financial stability. Vendor shall provide audited 
or reviewed financial statements prepared by an independent Certified 
Public Accountant (CPA) for the two (2) most recent fiscal years that shall 
include, at a minimum, a balance sheet, income statement (i.e., profit/loss 
statement), and cash flow statement and, if the most recent audited or 
reviewed financial statement was prepared more than six (6) months prior 
to the issuance of this RFP, the Vendor shall also submit its most recent 
internal financial statements (balance sheet, income statement, and cash 
flow statement or budget), with entries reflecting revenues and 
expenditures from the date of the audited or reviewed financial statement, 
to the end of the most recent financial reporting period (i.e., the quarter or 
month preceding the issuance date of this RFP). Vendor is encouraged to 

Response to 
Minimum 
Requirements 
Table, Question # 
5, page 7 
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explain any negative financial information in its financial statement and is 
encouraged to provide documentation supporting those explanations. 
Consolidated financial statement of the Vendor’s parent or related 
corporation/business entity shall not be considered, unless: 1) the 
Vendor’s actual financial performance for the designated period is 
separately identified in and/or attached to the consolidated statements; 2) 
the parent or related corporation/business entity provides the State with a 
document wherein the parent or related corporation/business entity will be 
financially responsible for the Vendor’s performance of the contract and 
the consolidated statement demonstrates the parent or related 
corporation’s/business entity’s financial ability to perform the contract, 
financial stability, and/or such other financial considerations identified in 
the evaluation criteria; and/or 3) Vendor provides its own internally 
prepared financial statements and such other evidence of its own financial 
stability identified above. 

6 Vendor shall confirm it agrees to ATTACHMENT C: NORTH CAROLINA 
GENERAL TERMS AND CONDITIONS without exception. 

Response to 
Minimum 
Requirements 
Table, Question # 
6, page 7 

7 Vendor shall complete and submit ATTACHMENT D: LOCATION OF 
WORKERS UTILIZED BY VENDOR. 

Minimum 
Requirements, Tab: 
Attachment D  

8 Vendor shall be financially stable; and complete, sign and submit without 
exception, ATTACHMENT E: CERTIFICATION OF FINANCIAL 
CONDITION. 

Minimum 
Requirements, Tab: 
Attachment E  

9 Vendor shall complete, sign, and submit ATTACHMENT G: BUSINESS 
ASSOCIATE AGREEMENT. 

Minimum 
Requirements, Tab: 
Attachment G  

10 Vendor shall provide sufficient documentation and demonstrate HIPAA 
compliance through completing, signing, and submitting ATTACHMENT 
H: HIPAA QUESTIONNAIRE. If Vendor maintains that any information in 
documents submitted to demonstrate HIPAA compliance is proprietary or 
otherwise confidential, Vendor may Redact those portions in black. 

Minimum 
Requirements, Tab:  
Attachment H  

11 Vendor shall complete, sign, and submit ATTACHMENT I: 
NONDISCLOSURE AGREEMENT. 

Minimum 
Requirements, Tab: 
Attachment I  

12 Vendor shall complete, sign, and submit ATTACHMENT J: MINIMUM 
REQUIREMENTS SUBMISSION INFORMATION form. 

Minimum 
Requirements, Tab: 
Attachment J  

13 Vendor shall confirm it agreed to all performance guarantees as described 
in Section 6.3 and Schedules I and II. 

Response to 
Minimum 
Requirements 
Table, Question # 
13, page 8 
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Responses to the Minimum Requirements Table 
1. Vendor shall provide a description of the company, its operations and ownership.

Founded in 1933, Blue Cross Blue Shield of North Carolina (Blue Cross NC), an independent licensee
of the Blue Cross Blue Shield Association, has been providing health care services to North
Carolinians for over 85 years. Incorporated as a not-for-profit, fully taxed company, our
headquarters is in Durham with operations in Winston-Salem, Fayetteville, and Charlotte and retail

In addition to offering the largest preferred provider network of any payer in North Carolina, we 
support the Plan’s Clear Pricing Project Network, which ensures that Plan members have network 
access in all 100 counties. Our size, together with the Plan’s size, gives us a competitive advantage in 
the North Carolina healthcare marketplace, providing the Plan with the deepest discounts and Plan 
members with unparalleled stability and network accessibility. 

Through our national BlueCard PPO network, Blue Cross NC supports Plan membership in all 100 
North Carolina counties, as well as all 50 states. BlueCard includes 95% of U.S. physicians and 96% of 
U.S. hospitals. Due to our network breadth and the effectiveness of our provider contracts, we 
deliver significant savings to the Plan and to all our customers. 

Aligning with Your Mission 
We have a shared mission: to improve the health of North Carolinians by providing access to 
affordable, high-quality healthcare. We share the goal of transparency and strive to be a model of 
what is possible. We continue our strong support of independent primary care providers across the 
state, focusing on changing the way we pay for healthcare through alternative payment 
methodologies designed to improve quality of care and reduce the cost of healthcare. We believe 
that we can accomplish this mission most effectively by combining the state’s largest payor and the 
state’s largest health plan to change the way healthcare is delivered. 

Making Our North Carolina Communities Stronger 
We sponsor several initiatives to improve the health of North Carolina communities and make our 
state a better, more vibrant place to live and work. Our employee involvement is one of the most 
visible components of our corporate citizenship. Employees participate in regularly scheduled blood 
drives, organize employee-led fundraising efforts, support local nonprofit groups, participate in 
hands-on volunteer projects, and make personal donations to company-sponsored food and back-
to-school drives. 

Working with North Carolina State Parks, we fund walking trails and greenways across the state and 
hold dozens of guided hikes for people of all skill levels. In addition, we help build homes for the 
homeless. To promote North Carolina’s food economy and healthy eating, we organize the Thrive 
NC food summit, sponsor community gardens in all 100 counties, and package meals for hungry 
families. 

We also invest in our public schools. One initiative is to eliminate public school lunch debt for 
children in several of our public-school systems. We make investments in our community colleges 
and university system. We promote nursing programs that improve access to healthcare, programs 
that address rural health disparities, and more. Since 2016, we have invested more than $20.1 
million directly in programs that support our public schools and university system. 

CONFIDENTIAL

CONFIDENTIAL
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Creating the North Carolina Foundation 
One of the more significant contributions Blue Cross NC has made to the state is establishing the 
independent Blue Cross Blue Shield of North Carolina Foundation in 2000. What started with an 

addresses key drivers of health and takes a flexible approach designed to meet identified needs in 
partnership with the community. The Foundation has provided: 

● Support for North Carolina’s safety-net organizations in improving healthcare 
● Access to safe, inviting places for kids to play and be active 
● Access to healthy local food 
● Resources for North Carolina nonprofits and their leaders to better serve their communities 

Currently, the organization’s areas of focus include: 

● Early childhood 
● Food and nutrition 
● Oral health 
● Community capacity 

Throughout its history  the Foundation has supported North Carolina’s public schools and university 

themselves. 

2. Vendor shall provide the city and state for each office where the operational and account 
management resources dedicated to the Plan will be primarily located. 

The primary location for all these functions is Blue Cross NC’s Durham, North Carolina, campus. 

3. Requirement 3 

a) Vendor shall have provided services to at least one (1) public or private self-funded client with 
more than 100,000 covered lives. 

Confirmed.  

b) If confirmed, provide contact information for one (1) such client so the Plan can complete a 
reference call related to the services in this RFP. 

4. Requirement 4 

a) Vendor shall certify without exception the sufficiency of its security standards, tools, 
technologies, and procedures in providing Services under this Contract. 

Confirmed. 

CONFIDENTIAL

CONFIDENTIAL
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b) All Vendor and/or third-party Data Centers and Information Technology Systems used under this 
proposed Contract for the purpose of collecting, storing, transmitting, or exchanging Plan Data 
shall have and maintain, valid, favorable third-party security certification(s) on all related 
security controls that are consistent with, and can be cross- walked to, the data classification 
level and security controls appropriate for moderate information system(s) per the National 
Institute of Standards and Technology (“NIST”) SP 800-53 Rev. 5 or the most recent revision. To 
satisfy this requirement, reports must have been issued within twelve (12) months prior to the 
anticipated Contract award date or be supplemented by bridge letters covering no more than 
two (2) years subsequent to the initial report issuance date. Vendor shall provide a crosswalk 
document along with full copies of the third-party security certification or assessment report(s), 
and any necessary bridge letters. Vendor shall also identify which specific system(s) covered by 
the third-party security certifications or attestations will be used to provide the Services under 
this Contract. Opinion letters or security certification attestation letters will not be submitted in 
lieu of full report(s). 

Confirmed. 

c) Vendor shall agree that the Plan has the right to independently evaluate, audit, and verify such 
requirements as part of its evaluation and during the life of the Contract, including requesting 
the performance of a penetration test with satisfactory results. The State will verify any such 
third-party security certification or assessment report yearly during the life of the Contract, and 
Vendor will be required to provide an updated report or bridge letter verifying that there have 
been no material changes in the controls reported since the issuance of the last report. Bridge 
letters will only be accepted for two (2) years after the date of the initial report to satisfy this 
requirement. 

Confirmed. 

d) Vendor shall agree that the Plan has the right to, based upon its evaluation, require that Vendor 
maintain cyber breach liability insurance coverage in an amount specified by the Plan, and/or 
commit to obtaining a favorable third-party security certification or assessment report no later 
than six months prior to the date that Services under this Contract begin as a condition of 
Contract award. Vendor shall provide documentation of the amount of cyber breach liability 
insurance that it currently carries for all Vendor and/or third-party Data Centers and Information 
Technology Systems used to provide the Services under this Contract that will contain Plan Data. 
If Vendor is currently undergoing a third-party NIST SP 800-53 Rev. 5 (or most recent revision) 
compliant security assessment of such Data Centers or Information Technology Systems, Vendor 
shall provide proof of purchase or a copy of its contract with the third-party retained to perform 
the audit, and the expected date for completion. 

Confirmed.  

e) Vendor shall accept, and the Plan understands, that security certification and assessment 
reports and security information provided to the State for the purpose of this Contract may 
contain confidential information and/or trade secrets. Refer to Section 14 “Confidential 
Information” of ATTACHMENT B: INSTRUCTIONS TO VENDORS for information regarding the 
treatment of Confidential Information. 

Confirmed.  
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5. Vendor must demonstrate financial stability. Vendor shall provide audited or reviewed financial 
statements prepared by an independent Certified Public Accountant (CPA) for the two (2) most 
recent fiscal years that shall include, at a minimum, a balance sheet, income statement (i.e., 
profit/loss statement), and cash flow statement and, if the most recent audited or reviewed 
financial statement was prepared more than six (6) months prior to the issuance of this RFP, the 
Vendor shall also submit its most recent internal financial statements (balance sheet, income 
statement, and cash flow statement or budget), with entries reflecting revenues and expenditures 
from the date of the audited or reviewed financial statement, to the end of the most recent financial 
reporting period (i.e., the quarter or month preceding the issuance date of this RFP). Vendor is 
encouraged to explain any negative financial information in its financial statement and is 
encouraged to provide documentation supporting those explanations. 
 
Consolidated financial statement of the Vendor’s parent or related corporation/business entity shall 
not be considered, unless: 1) the Vendor’s actual financial performance for the designated period is 
separately identified in and/or attached to the consolidated statements; 2) the parent or related 
corporation/business entity provides the State with a document wherein the parent or related 
corporation/business entity will be financially responsible for the Vendor’s performance of the 
contract and the consolidated statement demonstrates the parent or related corporation’s/business 
entity’s financial ability to perform the contract, financial stability, and/or such other financial 
considerations identified in the evaluation criteria; and/or 3) Vendor provides its own internally 
prepared financial statements and such other evidence of its own financial stability identified above. 

Confirmed. Blue Cross NC’s financial position is very strong. We have over $9 billion in annual 
revenue and the appropriate cash reserves as defined and required by the North Carolina 
Department of Insurance. We have included audited financial statements for the two most recent 
years as Appendix 1 and our Q2 2019 statutory filing as Appendix 2. 

6. Vendor shall confirm it agrees to ATTACHMENT C: NORTH CAROLINA GENERAL TERMS AND 
CONDITIONS without exception. 

Confirmed. 

7. Vendor shall complete and submit ATTACHMENT D: LOCATION OF WORKERS UTILIZED BY VENDOR. 

Confirmed. 

8. Vendor shall be financially stable; and complete, sign and submit without exception, ATTACHMENT 
E: CERTIFICATION OF FINANCIAL CONDITION. 

Confirmed. 

9. Vendor shall complete, sign, and submit ATTACHMENT G: BUSINESS ASSOCIATE AGREEMENT. 

Confirmed. 

10. Vendor shall provide sufficient documentation and demonstrate HIPAA compliance through 
completing, signing, and submitting ATTACHMENT H: HIPAA QUESTIONNAIRE. If Vendor maintains 
that any information in documents submitted to demonstrate HIPAA compliance is proprietary or 
otherwise confidential, Vendor may Redact those portions in black. 

Confirmed. 

11. Vendor shall complete, sign, and submit ATTACHMENT I: NONDISCLOSURE AGREEMENT. 

Confirmed. 
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12. Vendor shall complete, sign, and submit ATTACHMENT J: MINIMUM REQUIREMENTS SUBMISSION 
INFORMATION form. 

Confirmed. 

13. Vendor shall confirm it agreed to all performance guarantees as described in Section 6.3 and 
Schedules I and II. 

Confirmed. 



Proposal Number:  270-20220830TPAS             Vendor: ___________________________________ 

1 

ATTACHMENT K:  MINIMUM REQUIREMENTS RESPONSE 
ATTACHMENT K: MINIMUM REQUIREMENTS RESPONSE is posted on the Ariba landing page and can 
be accessed at the following link:  http://discovery.ariba.com/rfx/13956411 

Vendor shall complete ATTACHMENT K by only marking either “Confirm,” or Does Not Confirm” as a 
response for each Minimum Requirement.  Under no circumstances will narrative or text from Vendor be 
accepted as a response.   

5.1.1 Account Management Minimum Requirements 

a. Vendor has one (1) or more current or former administrative services only (ASO) clients with more
than 25,000 Medicare primary members.

Confirm  ☐ Does Not Confirm  ☐ 

b. Vendor will exercise loyalty and a duty of care to the Plan and its Members in performing its
responsibilities under this Contract. Vendor must assume and exercise the same fiduciary
responsibility established in N.C.G.S. § 135-48.2 for the State Treasurer, Executive Administrator,
and the Board.

Confirm  ☐ Does Not Confirm  ☐ 

c. Vendor will provide subject matter experts, in addition to account management resources, to work
directly with Plan and Plan vendor staff.

Confirm  ☐ Does Not Confirm  ☐ 

d. Vendor has a “firewall” between its TPA services operations and any other service operations, such
as a PBM, consulting group, or any other services.

Confirm  ☐ Does Not Confirm  ☐ 

5.1.2 Finance and Banking Minimum Requirements 

a. Vendor will comply with N.C.G.S. § 147-77 regarding the deposit of funds belonging to the Plan and
confirm agreement that all receipts and other moneys belonging to the Plan that are collected or
received by Vendor shall be deposited daily to the Plan’s bank account(s) as designated by the State
Treasurer and reported daily to the Plan.

Confirm  ☐ Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔
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b. Vendor will comply with the Plan’s requirements regarding the disbursement of funds on the 
Plan’s behalf which are outlined by the Department of State Treasurer’s website:  

https://www.nctreasurer.com/media/3791/open 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. If Vendor will be disbursing funds from the Plan’s bank accounts, Vendor must (1) print checks with 
the Plan’s logo and digitized signature with guidance on the layout from the Department of State 
Treasurer based upon a standard format; and (2) prepare checks and EFTs for claims and other 
disbursements to be drawn directly from the Plan’s bank account upon approval and release by the 
Plan. Vendor must be fully operational at least 30 days prior to January 1, 2025.  If Vendor will not 
be disbursing funds from the Plan bank accounts, Vendor should respond N/A to this requirement.  

Confirm  ☐   Does Not Confirm  ☐  N/A   ☐           

 

d. Vendor will email weekly disbursement requests to the Plan by 9:30 a.m. ET on the first State 
Business Day of the week and hold disbursements until approved by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor will support the State of North Carolina’s financial processing, banking, and reporting 
requirements which can be found at the following links or exhibits: 

i. State banking: https://www.nctreasurer.com/media/3791/open 

ii. Cash management:   

https://www.osc.nc.gov/state-agency-resources/statewide-cash-management 

iii. Escheats: https://www.nccash.com/holder-information-and-reporting  

iv. High level daily deposits and disbursements of state funds workflows: Exhibit 1, “Deposits and 
Disbursement Process.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will provide a SOC1, Type II, and if applicable, a bridge letter, upon request by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.3 Network Management Minimum Requirements 

a. Vendor agrees the Plan is a government payor. 

Confirm  ☐   Does Not Confirm  ☐ 

  

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔
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b. Vendor will provide a network that will support Plan Members residing in all 100 counties in North 
Carolina and throughout the United States. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor will work with the Plan to develop and implement provider specific alternative payment 
arrangements. 

Confirm  ☐   Does Not Confirm  ☐ 

 

d. Vendor will develop a “narrow” network, at the regional or state level, of lower cost, high quality 
providers to be paired with a custom Plan Design, if requested by the Plan. This offering may be a full 
replacement or offered alongside other Plan Design options. 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor’s current network includes bundled/episodic payment and clinically integrated network 
arrangements. 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will work with the Plan to expand, and if necessary, customize bundled/episodic payment 
arrangements. 

Confirm  ☐   Does Not Confirm  ☐ 

 

g. Vendor will work with the Plan to develop and administer a custom network for the Plan with a 
Medicare-based reimbursement methodology model that will include, at a minimum, different 
reimbursement rates for professional, inpatient, and outpatient services, upon request by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

h. If the Plan implements a Medicare-based reimbursement model, Vendor will adjust any payment 
and/or medical policies required to better align with Medicare pricing guidelines.    

Confirm  ☐   Does Not Confirm  ☐ 

 

i. If the Plan implements a Medicare-based reimbursement model, Vendor will administer any other 
Medicare medical and payment policies adopted by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

  

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔

✔
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j. Vendor will integrate with Optum Insight or a comparable tool to support and maintain the existing 
repricing/pricing structure if requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

k. Upon request, Vendor will supplement the Plan’s custom network with other providers contracted 
directly by Vendor for services such as reference labs, durable medical equipment, and other 
commodity services as well as to ensure access to care standards are met in North Carolina. 

Confirm  ☐   Does Not Confirm  ☐ 

 

l. Vendor will administer other reference-based pricing models, if requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.4 Product and Plan Design Management Minimum Requirements 

a. Vendor will administer the covered benefits and exclusions as outlined in the Enhanced PPO Plan 
(80/20), Base PPO Plan (70/30)  and HDHP benefit booklets. The Plan understands that utilization 
and Medical Management programs as well as out-of-network processes may vary from the Plan’s 
current programs.  

 i. Enhanced PPO Plan (80/20): https://www.shpnc.org/media/2583/download?attachment      

 ii. Base PPO Plan (70/30):   https://www.shpnc.org/media/2582/download?attachment   

 iii. HDHP: https://www.shpnc.org/media/2584/open  

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will administer a tiered copay program that will reduce a copay when the Member visits the 
Primary Care Provider (PCP) listed on his or her ID card or another PCP in the same practice, 
regardless of practice location. See grid in Exhibit 2, “PCP Copay Incentive Scenarios,” for more 
detailed information about the current program. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor will customize its current value-based and incentive Plan Design features and/or implement 
new, customized ones, if requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

d. Vendor will integrate real-time or near real-time deductible and/or out-of-pocket (OOP) accumulators 
with the Plan’s PBM to support a combined Medical/Rx deductible and OOP maximums. 

Confirm  ☐   Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔
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e. Vendor will administer all benefits as required by Article 3B of Chapter 135 and, to the extent 
applicable, Chapter 58 of the North Carolina General Statutes and as may be amended from time to 
time. 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will administer benefits in accordance with all Federal and State requirements and notify the 
Plan of new mandates, or other requirements, that will require benefit changes to maintain 
compliance. 

Confirm  ☐   Does Not Confirm  ☐ 

 

g. Vendor will partner with the Plan to design custom benefits and/or Plan Design features, as requested 
by the Plan and provide associated financial/actuarial impact analysis. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.5 Medical Management Programs Minimum Requirements 

a. Vendor will pass 100% of specialty pharmacy Rebates to the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will carve-out PBM services from this Contract. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor will customize any of the Medical Management programs, if requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.6 Enrollment, EDI, and Data Management Minimum Requirements 

a. Vendor will support the Plan’s Group set-up structure which includes establishing, maintaining, and 
reporting on more than 400 individual Employing Units, the Retirement Systems Group, the Direct Bill 
Group, the Sponsored Dependent Group, and the COBRA Group. A list of the Plan’s current Group 
structure, which includes Group and Entity identifiers, can be found in Exhibit 3, “Group Structure.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will support the addition of new Groups throughout the year and assist with any Group name 
changes or reporting requirements, as needed. 

Confirm  ☐   Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔

✔



Proposal Number:  270-20220830TPAS                   Vendor: ___________________________________ 

 

6 
 

c. Vendor will have the capability to accept at least 500,000 transactions in a single file transmission. 

Confirm  ☐   Does Not Confirm  ☐ 

 

d. Vendor will have the capability to extract and send up to 500,000 transactions to Plan vendors in a 
single file. 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor will accept and load a daily industry standard and/or custom data files from the Plan’s EES 
vendor. The data file will be received between 5:00 – 9:00 p.m. ET each night and must be processed 
and loaded by Vendor by 8:00 a.m. ET the following State Business Day. 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will produce recurring outbound data files for Plan vendors, the Plan and/or Plan Partners. 
For inbound and outbound data flows, see Exhibit 4, “Vendor Data Feeds.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

g. Vendor’s daily outbound data file to the Plan’s EES vendor must be sent by 12:00 p.m. ET on the first 
day after the daily data file from the Plan’s EES vendor is received. 

Confirm  ☐   Does Not Confirm  ☐ 

 

h. Vendor will support the receipt of monthly Audit Files from the Plan’s EES vendor and work with the 
Plan and the EES vendor to review and correct discrepancies. Refer to Exhibit 5 “Monthly Audit & 
Reconciliation” for Vendor audit process. 

Confirm  ☐   Does Not Confirm  ☐ 

 

i. Vendor will agree to other enrollment audits, as requested by the Plan, to address specific issues. 

Confirm  ☐ Does Not Confirm  ☐ 

 

j. Vendor will enroll and accurately process claims for both Medicare primary and Non-Medicare 
primary Members within the same Group and Plan Design.  

Example: Employing Unit – Department of State Treasurer 

Enhanced PPO Plan (80/20) includes: 

• Non-Medicare primary Members 
• Medicare primary Members 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔
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Base PPO Plan (70/30) includes: 

• Non-Medicare primary Members 
• Medicare primary Members 

  Confirm  ☐   Does Not Confirm  ☐ 

 

k. Vendor will serve as the Plan’s Responsible Reporting Entity (RRE) under Section 111 of the 
Medicare, Medicaid, and SCHIP Extension Act of 2007 (MMSEA) Expanded Reporting Option. 

Confirm  ☐   Does Not Confirm  ☐ 

 

l. As an Expanded Reporter, Vendor will submit, at a minimum, a quarterly Query-Only File to CMS to 
obtain Part A, B, and C information on Plan Members and perform a quarterly Medicare Primacy audit 
with Plan Enrollment data in Vendor’s system. Vendor shall utilize the results of the audit in 
conjunction with the Plan’s Medicare rules, to determine which Plan Members’ Medicare information 
requires updating. 

Confirm  ☐   Does Not Confirm  ☐ 

 

m. Vendor will update Vendor’s system with the necessary updates from the Medicare audit and send 
Members’ updated Medicare information to the Plan’s EES vendor. 

Confirm  ☐   Does Not Confirm  ☐ 

 

n. Vendor will store and utilize the Medicare Beneficiary Identifier (MBI), in addition to other Member 
identification numbers, such as Social Security Number (SSN). 

Confirm  ☐   Does Not Confirm  ☐ 

 

o. Vendor will maintain Medicare Eligibility effective and termination dates as well as Medicare Part A 
and Part B effective and termination dates. 

Confirm  ☐   Does Not Confirm  ☐ 

 

p. Vendor will maintain Medicare primacy effective and termination dates. 

Confirm  ☐   Does Not Confirm  ☐ 

 

q. Vendor will maintain multiple Medicare entitlement reasons. 

Confirm  ☐   Does Not Confirm  ☐ 

  

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔

✔
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r. Vendor will collect, store, and utilize other commercial insurance information to coordinate benefits for 
Plan Members. The EES Vendor will only collect Medicare information. All other commercial 
insurance information will be managed by the TPA. 

Confirm  ☐   Does Not Confirm  ☐ 

 

s. Vendor will enroll split-contracts where the family Members are split between Vendor and another 
carrier (i.e., Medicare primary Subscriber enrolled in a Medicare Advantage plan with another carrier 
and non-Medicare primary Dependents are enrolled on a Plan provided by Vendor). 

Confirm  ☐   Does Not Confirm  ☐ 

 

t. Vendor will support enrollments where one or more family Members are enrolled in one Plan Design 
as Medicare primary and other family Member(s) are enrolled in another Plan Design as Non-
Medicare primary, or vice versa. 

Confirm  ☐   Does Not Confirm  ☐ 

 

u. Vendor will provide a PCP selection tool that can be integrated with the Plan’s EES vendor’s 
enrollment portal to facilitate the Members’ PCP elections. See Exhibit 6, “PCP Selection Tool and 
Maintenance,” for PCP selection overview. 

Confirm  ☐   Does Not Confirm  ☐ 

 

v. Vendor will routinely perform provider maintenance of PCP data to ensure that the PCP selection tool 
contains the most current PCP data and that only valid PCPs may be elected. See Exhibit 6, “PCP 
Selection Tool and Maintenance” for high level overview of PCP maintenance requirements. 

Confirm  ☐   Does Not Confirm  ☐ 

 

w. Vendor will implement workflows that support the maintenance of the PCPs which may require that 
Vendor notify Members if their elected PCP is no longer in network and notify the EES vendor, via the 
daily return file to the EES vendor, if any PCP code information, including provider termination, has 
occurred. The Member communication should include instructions for electing a new PCP. The final 
workflows will be defined during Contract implementation.   See Exhibit 6, “PCP Selection Tool and 
Maintenance” for high level overview of PCP synchronization requirements. 

Confirm  ☐   Does Not Confirm  ☐ 

 

x. Vendor will customize ID cards with all data elements requested by the Plan, including, but not limited 
to, each of the following: (See Exhibit 7, “Sample ID Cards,” for examples of the Plan’s current ID 
card.) 

i. Plan’s logo. 

ii. Plan’s messaging. 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔
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iii. Plan’s network (if applicable). 

iv. Out-of-NC network. 

v. Member out-of-pockets. 

vi. Plan’s Rx BIN and PBM information. 

vii. Group Name (e.g., Wake County Schools, University of North Carolina, Department of 
Transportation). 

viii. Member’s unique ID number. 

ix. Member’s selected PCP. 

Confirm  ☐   Does Not Confirm  ☐ 

 

y. Vendor will meet all Plan, Federal, and State mandated Plan enrollment communication and/or 
reporting requirements such as, but not limited to, the production of Certificates of Creditable 
Coverage (CCC) and reporting needs under sections 6055 and 6056 of the IRS code. 

Confirm  ☐   Does Not Confirm  ☐ 

 

z. Vendor will provide a custom claims data files to the Plan on a monthly basis, or more frequently, if 
requested by the Plan. The file requirements will be documented in a BRD during implementation and 
may be updated from time to time throughout the lifetime of the Contract, as requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

aa. Vendor will provide a custom provider data file(s) to the Plan on a bi-weekly basis. The file(s) 
requirements will be documented in a BRD during implementation and may be updated from time to 
time throughout the lifetime of the Contract, as requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

bb. Vendor will provide other, ad hoc data files, as requested by the Plan. The specifics of the data file 
requests will be outlined in an ADM and/or BRD. 

Confirm  ☐   Does Not Confirm  ☐ 

 

cc. Vendor will implement a process with the Plan to respond to data quality (DQ) issues with any files 
provided to the Plan. The specifics of the DQ checks will be developed during implementation and 
may be amended throughout the lifetime of the Contract, as requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

  

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔
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dd. Vendor will release data to the Plan as described in state and federal law. 

Confirm  ☐   Does Not Confirm  ☐ 

 

ee. Vendor will not place limitations on the Plan’s use of data that are more restrictive than described in 
state and federal law. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.7 Customer Experience Minimum Requirements 

a. Vendor will provide a dedicated customer call center with hours of operation from at least 8:00 a.m. to 
5:00 p.m. ET, each State Business Day, to respond to Member inquiries. 

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will have a dedicated toll-free number for Plan Members. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor will answer the phones with a greeting that identifies the call center as a representative for the 
Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

d. Vendor will customize its interactive voice response (IVR) script with a Plan-specific greeting and 
prompts, and transfers to other Plan vendors. 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor will make and receive warm and cold transfers to/from other Plan vendors who may be 
required to resolve the Members’ issues. 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will record and track all Member calls including date of initial call, inquiry closed, 
representative who handled the call, call status, if and where the call was referred for handling, 
reason for call (issue), and what was communicated to the Member. 

Confirm  ☐   Does Not Confirm  ☐ 

  

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔

✔
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g. Vendor will allow the Plan to include customized inserts or messaging in ID Cards and Explanation of 
Benefits (EOB) mailings as well as offer customization of the EOB and ID Cards as directed by the 
Plan. Refer to Exhibit 7, “Sample ID Cards” and Exhibit 8, “Sample EOB.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

h. Vendor will customize the content of any and all letters or other materials Vendor will send and/or 
display to Members. 

Confirm  ☐   Does Not Confirm  ☐ 

 

i. Vendor will co-brand letters or other materials Vendor sends to Members. 

Confirm  ☐   Does Not Confirm  ☐ 

 

j. Vendor will customize the portal with the Plan’s branding (logo). 

Confirm  ☐   Does Not Confirm  ☐ 

 

k. Vendor will provide an employer portal to be utilized by Plan staff to view real-time individual Member 
enrollment and claim information. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.8 Claims Processing and Appeals Management Minimum Requirements 

a. Vendor will comply with all requirements set forth in Article 29B of Chapter 90 of the North Carolina 
General Statutes.  As required, Vendor will validate provider enrollment in North Carolina’s Health 
Information Exchange (NC HealthConnex) prior to paying Plan Member claims. If prohibited by the 
Statewide Health Information Exchange Act, Vendor must deny any claims received from providers 
that are not in compliance on the date of service. 

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will process all claims, including claims that are Medicare primary and Medicare secondary, 
from the same claims processing platform. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor will administer the appeals process required by Chapters 58 and 135 of the North Carolina 
General Statutes, including appeals for the Plan’s PBM.  Refer to Benefits Booklets and N.C.G.S. § 
135-48.24. 

Confirm  ☐   Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔

✔
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d. Vendor will customize any appeals letters, as requested by the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor will work with the Plan to resolve and respond to any inquiries from the North Carolina 
Department of Insurance’s Smart NC Program. 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will support the Plan’s methodology for coordinating with Medicare Members who have not 
elected Medicare Part A and/or B.  As required by state law, the Plan coordinates claims for Members 
who do not elect Medicare Parts A and/or B as if they had elected them. (a.k.a. Phantom Processing) 
See Exhibit 9, “Claims Processing Phantom Plan - Medicare Part B.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

g. Vendor will reimburse the Plan on a weekly basis for any prompt pay penalties included in the weekly 
claims disbursement for that week as the Plan will pay no prompt-pay penalties for claims that are 
paid outside of the prompt-pay guidelines as a result of Vendor’s action, inaction, or system failure.  

Confirm  ☐   Does Not Confirm  ☐ 

 

h. Vendor will customize EOBs with the Plan’s logo and if applicable, custom network and other 
information as illustrated in Exhibit 8, “Sample EOB.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.9 Claims Audit, Recovery, and Investigation Minimum Requirements 

a. Vendor will support ongoing quarterly claims accuracy audits, or Standard Audits, performed on a 
statistically valid random claims sample selected by the Plan’s audit vendor which will be used to 
measure claims accuracy for Performance Guarantees on a quarterly basis. Vendor will share 
provider contracts and system pricing with the Plan’s auditors for review and audit. The audit will also 
include a targeted sample selected from a comprehensive analysis of all claims by the Plan’s audit 
vendor.   

 An audit plan will be provided prior to the initial quarterly audit that will define the ongoing Standard 
Audit timelines. Both the random claims sample and the targeted sample will be used to identify 
overpayments owed to the Plan. For purposes of Standard Audits, claims accuracy will be measured 
based on the following criteria: 

i. Financial Accuracy: Total dollar amount processed accurately divided by the total dollar amount 
processed in the audit sample. The total dollar amount processed accurately is calculated by 
subtracting the absolute values of the dollars processed in error from the total dollars processed. 
Underpayments and overpayments are not offset by one another. 

ii. Payment Accuracy: The number of claims with the correct benefit dollars paid divided by the total 
number of claims paid in the audit sample. 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔
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iii. Processing Accuracy: The number of claims processed with no procedural errors divided by the 
total number of claims processed. 

For purposes of the above definitions, if Vendor has identified and recovered an overpayment or 
processed an underpayment prior to the audit, it is not an error. If Vendor has identified but not 
recovered the overpayment or processed the underpayment, it is an error. 

Confirm  ☐   Does Not Confirm  ☐ 

 

b. Vendor will, in addition to supporting ongoing quarterly claims accuracy audits, support Focus Audits, 
such as, but not limited to, coordination of benefits (COB) audits, duplicate claims audits, eligibility 
audits, and comprehensive electronic audits conducted by the Plan’s auditor vendor on an as needed 
basis. All the rules outlined in Section 5.1.9.a above will apply to these audits. 

Confirm  ☐   Does Not Confirm  ☐ 

 

c. Vendor’s recovery processes will follow all deposit and financial reporting requirements outlined in 
Section 5.2.2, Finance and Banking. 

Confirm  ☐   Does Not Confirm  ☐ 

 

d. Vendor will recover any overpayments to Providers by offsetting future payments or by demand 
without any limitation as to time since the Plan as a government payor is not subject to the two-year 
limitation established in N.C.G.S. § 58-3-225(h). 

Confirm  ☐   Does Not Confirm  ☐ 

 

e. Vendor will support the Plan’s participation in the North Carolina Debt Setoff Program (North Carolina 
General Statutes, Chapter 105A, Article 1), the Retirement/Disability Offset Program (N.C.G.S. §§ 
135-9(b), 128-31, 120-4.29), Wage Garnishment (N.C.G.S. § 135-48.37A), and Credit Card Intercepts 
(N.C.G.S. § 1- 359) and implement an accounts receivable collection process as outlined under the 
North Carolina Office of State Controller, Statewide Accounts Receivable Program. Refer to Exhibit 
10, “State Health Plan Recovery Workflows.” 

Confirm  ☐   Does Not Confirm  ☐ 

 

f. Vendor will ensure the Plan’s compliance with all federal and state regulations not otherwise stated 
previously (i.e., prompt pay, mental health parity, disclosures, reporting, etc.). 

Confirm  ☐   Does Not Confirm  ☐ 

 

g. Vendor has an investigation or similar unit to investigate possible fraud and abuse and will share 
details about specific investigations that impact the Plan, including the names of the providers 
involved. 

Confirm  ☐   Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔

✔
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5.1.10 Initial Implementation and Ongoing Testing Minimum Requirements 

a. Vendor will have a fully assembled implementation team that includes the appropriate subject matter
experts, ready to begin work within two (2) weeks of contract award. The team shall include an overall
implementation manager and separate implementation resources for, at a minimum, each of the
following work streams:

i. Group Set-Up & Enrollment

ii. Plan Vendor Integration & EDI, which includes:

1) EES vendor Integration. (EDI, PCP Tool, SSOs, Audits)
2) PBM vendor Integration. (Data files, SSOs, Accumulators)
3) Billing vendor Integration. (Claims hold, Audits)
4) Plan Data Warehouse Integration. (Data files)

iii. Network Evaluation

Other workstreams will kick-off throughout 2023. 

Confirm  ☐ Does Not Confirm  ☐ 

b. Vendor will have the depository bank account(s) setup and tested at least 45 days prior to January 1,
2025.

Confirm  ☐ Does Not Confirm  ☐ 

c. If applicable, Vendor will have the disbursement account(s) setup and tested at least 30 days prior to
January 1, 2025.

Confirm  ☐ Does Not Confirm  ☐ 

d. Vendor will have all services, including custom programs, operational by January 1, 2025.

Confirm  ☐ Does Not Confirm  ☐ 

e. Vendor will work with the Plan to document in an ADM all custom processes developed to meet the
Plan’s unique requirements. The Plan’s Contract Administrator for day-to-day activities is authorized
to sign ADMs for the Plan.

Confirm  ☐ Does Not Confirm  ☐ 

f. Vendor will work with the Plan to finalize Vendor Audit Schedule for 2025 and subsequent years. This
Audit Schedule will be updated via ADM.  The Plan’s Contract Administrator for day-to-day activities
is authorized to sign ADMs for the Plan.

Confirm  ☐ Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔

✔

✔
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g. For all technical components of the initial implementation as well as any implementations throughout 
the lifetime of the Contract, Vendor will develop functional requirements documents, Implementation 
Plans, Test Plans, Deployment Plans, and Close-Out Documentation derived from the Plan’s 
Business Requirements. These documents must be mutually agreed upon by Vendor, the Plan, and 
any impacted Plan vendor. The Plan’s Contract Administrator for day-to-day activities is authorized to 
sign these documents for the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

h. Vendor will support both Unit Testing and End-to-End Testing prior to Go-Live of any initiative. To 
support testing, Vendor must not only have the resources, but also the test environments, necessary 
to support multiple work streams at one time. As mentioned above, the Test Plan will be mutually 
agreed upon by Vendor, the Plan, and impacted Plan vendors. The Plan’s Contract Administrator for 
day-to-day activities is authorized to sign these documents for the Plan. 

Confirm  ☐   Does Not Confirm  ☐ 

 

i. Vendor will support the 2025 Open Enrollment, which is currently scheduled for October 2024 but 
may be rescheduled to a different time at the Plan’s sole discretion. Vendor must have the group set-
up complete, the call center open, any required SSOs in place, the PCP selection tool integrated with 
the Plan’s EES vendor and be able to accept EDI from Plan vendors during the month Open 
Enrollment occurs. 

Confirm  ☐   Does Not Confirm  ☐ 

 

5.1.11 Reporting Minimum Requirement 

a. Vendor will agree to delivering the Standard Reports as described in Section 5.2.11.2.b.viii.2) – 
xvii.3), and based on the delivery schedule in Exhibit 11, “Standard Reports.”   

Confirm  ☐   Does Not Confirm  ☐ 

Blue Cross Blue Shield of North Carolina

✔

✔

✔

✔
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ATTACHMENT C: NORTH CAROLINA GENERAL CONTRACT TERMS 
& CONDITIONS 

1. PERFORMANCE AND DEFAULT:

a) It is anticipated that the tasks and duties undertaken by the Vendor under the contract which
results from the State solicitation in this matter (Contract) shall include Services, and/or the
manufacturing, furnishing, or development of goods and other tangible features or components,
as Deliverables.

b) Vendor grants the State a personal non-transferable and non-exclusive right to use and access,
all Services and other functionalities or Services provided, furnished or accessible under this
Agreement. The State may utilize the Services as agreed herein. The State is authorized to access
State Data provided by the State and any Vendor-provided data as specified herein and to transmit
revisions, updates, deletions, enhancements, or modifications to the State Data. This shall include
the right of the State to, and access to, Support without Vendor requiring a separate maintenance
or support agreement unless otherwise specifically agreed in writing. User access to the Services
shall be routinely provided by Vendor and may be subject to a more specific Service Level
Agreement (SLA) agreed to in writing by the parties. In the absence of an SLA, Vendor agrees to
provide the Services at least in the manner that it provides accessibility to the services to
comparable users.

c) The State’s right to access the Services and its associated services neither transfers, vests, nor
infers any title or other ownership right in any intellectual property rights of Vendor or any third
party, nor does this right of access transfer, vest, or infer any title or other ownership right in any
intellectual property associated with the Services unless otherwise agreed to by the parties. The
provisions of this paragraph will not be construed as a sale of any ownership rights in the Services.
Any Services or technical and business information owned by Vendor or its suppliers or licensors
made accessible or furnished to the State shall be and remain the property of Vendor or such
other party, respectively. Vendor has a limited, non-exclusive license to access and use any State
Data as provided to Vendor, but solely for performing its obligations under this Agreement and in
confidence as provided herein.  Vendor or its suppliers shall at minimum, and except as otherwise
agreed, provide telephone assistance to the State for all Services procured hereunder during the
State’s normal business hours (unless different hours are specified herein). Vendor warrants that
its Support and customer service and assistance will be performed in accordance with generally
accepted industry standards. The State has the right to receive the benefit of upgrades, updates,
maintenance releases or other enhancements or modifications made generally available to
Vendor’s users for similar Services.  Vendor may, at no additional charge, modify the Services to
improve operation and reliability or to meet legal requirements.

d) Vendor will provide to the State the same Services for updating, maintaining, and continuing
optimal performance for the Services as provided to other similarly situated Users of the Services,
but minimally as provided for and specified herein. The technical and professional activities
required for establishing, managing, and maintaining the Services environment are the
responsibilities of Vendor. Any training specified herein will be provided by Vendor to specified
State users for the fees or costs as set forth herein or in an SLA.

e) Some Services provided online pursuant to this Solicitation may, in some circumstances, be
accompanied by a user clickwrap agreement. The term clickwrap agreement refers to an
agreement that requires the end user to manifest his or her assent to terms and conditions by
clicking an “ok” or “agree” button on a dialog box or pop-up window as part of the process of
access to the Services. All terms and conditions of any clickwrap agreement provided with any
Services solicited herein shall have no force and effect and shall be non-binding on the State, its
employees, agents, and other authorized users of the Services.
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f) If Vendor modifies or replaces the Services provided to the State and other comparable users,
and if the State has paid all applicable Fees, the State shall be entitled to receive, at no additional
charge, access to a newer version of the Services that supports substantially the same
functionality as the then accessible version of the Services. Newer versions of the Services
containing substantially increased functionality may be made available to the State for an
additional subscription fee. In the event of either of such modifications, the then accessible version
of the Services shall remain fully available to the State until the newer version is provided to the
State and accepted. If a modification materially affects the functionality of the Services as used by
the State, the State, at its sole option, may defer such modification.

g) If, through any cause, Vendor shall fail to fulfill in timely and proper manner the obligations under
the Contract, the State shall have the right to terminate the Contract by giving written notice to
Vendor and specifying the effective date thereof. In that event, any or all finished or unfinished
deliverable items under the Contract prepared by Vendor shall, at the option of the State, become
its property, and Vendor shall be entitled to receive just and equitable compensation for any
acceptable work completed as to which the option is exercised.  Notwithstanding, Vendor shall not
be relieved of liability to the State for damages sustained by the State by virtue of any breach of
the Contract, and the State may withhold any payment due Vendor for the purpose of setoff until
such time as the exact amount of damages due the State from such breach can be determined.
The State reserves the right to require at any time a performance bond or other acceptable
alternative performance guarantees from a Vendor without expense to the State.

h) In the event of default by Vendor, the State may procure the goods and Services necessary to
complete performance hereunder from other sources and hold Vendor responsible for any excess
cost occasioned thereby.  In addition, in the event of default by Vendor under the Contract, or upon
Vendor filing a petition for bankruptcy or the entering of a judgment of bankruptcy by or against
Vendor, the State may immediately cease doing business with Vendor, immediately terminate the
Contract for cause, and may take action to debar Vendor from doing future business with the State.

i) The State may document and take into account in awarding or renewing future procurement
contracts the general reputation, performance, and performance capabilities of the Vendor under
this Contract.

2. GOVERNMENTAL RESTRICTIONS: In the event any Governmental restrictions are imposed which
necessitate alteration of the material, quality, workmanship or performance of the goods or Services
offered prior to their delivery, it shall be the responsibility of Vendor to notify the Contract Administrator at
once, in writing, indicating the specific regulation which required such alterations. The State reserves the
right to accept any such alterations, including any price adjustments occasioned thereby, or to cancel the
Contract.

3. AVAILABILITY OF FUNDS: Any and all payments to Vendor shall be dependent upon and subject to the
availability of funds to the agency for the purpose set forth in the Contract.

4. TAXES: Any applicable taxes shall be invoiced as a separate item.

a) The State does not enter into Contracts with Vendors if Vendor or its affiliates meet one of the
conditions of N.C.G.S. § 105-164.8(b) and refuses to collect use tax on sales of tangible personal
property to purchasers in North Carolina. Conditions under N.C.G.S. § 105-164.8(b) include: (1)
Maintenance of a retail establishment or office, (2) Presence of representatives in the State that
solicit sales or transact business on behalf of Vendor and (3) Systematic exploitation of the market
by media-assisted, media-facilitated, or media-solicited means. By execution of the proposal
document Vendor certifies that it and all of its affiliates, (if it has affiliates), collect(s) the appropriate
taxes.

b) The agency(ies) participating in the Contract are exempt from Federal Taxes, such as excise and
transportation. Exemption forms submitted by Vendor will be executed and returned by the using
agency.
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c) Prices offered are not to include any personal property taxes, nor any sales or use tax (or fees)
unless required by the North Carolina Department of Revenue.

5. SITUS AND GOVERNING LAWS: This Contract is made under and shall be governed and construed in
accordance with the laws of the State of North Carolina, without regard to its conflict of laws rules, and
within which State all matters, whether sounding in Contract or tort or otherwise, relating to its validity,
construction, interpretation, and enforcement shall be determined.

6. PAYMENT TERMS: Payment terms are Net not later than 30 days after receipt of correct invoice or
acceptance of goods, whichever is later. The using agency is responsible for all payments to Vendor under
the Contract. Payment by some agencies may be made by procurement card, if Vendor accepts that card
(Visa, MasterCard, etc.) from other customers, and it shall be accepted by the Vendor for payment under
the same terms and conditions as any other method of payment accepted by Vendor. If payment is made
by procurement card, then payment may be processed immediately by Vendor.

The State does not agree in advance, in contract, pursuant to Constitutional limitations, to pay costs such
as interest, late fees, penalties, or attorney’s fees. This Contract will not be construed as an agreement by
the State to pay such costs and will be paid only as ordered by a court of competent jurisdiction.

7. NON-DISCRIMINATION: Vendor will take necessary action to comply with all Federal and State
requirements concerning fair employment and employment of people with disabilities, and concerning the
treatment of all employees without regard to discrimination on the basis of any prohibited grounds as
defined by Federal and State law.

8. CONDITION AND PACKAGING: Unless otherwise provided by special terms and conditions or
specifications, it is understood and agreed that any item offered or shipped has not been sold or used for
any purpose and shall be in first class condition. All containers/packaging shall be suitable for handling,
storage, or shipment.

9. INTELLECTUAL PROPERTY WARRANTY AND INDEMNITY: Vendor shall hold and save the State, its
officers, agents, and employees, harmless from liability of any kind, including costs and expenses, resulting
from infringement of the rights of any third party in any copyrighted material, patented or patent-pending
invention, article, device, or appliance delivered in connection with the Contract.

a) Vendor warrants to the best of its knowledge that:

i. The Services do not infringe any intellectual property rights of any third party; and
ii. There are no actual or threatened actions arising from, or alleged under, any intellectual

property rights of any third party;

b) Should any Services supplied by Vendor become the subject of a claim of infringement of a patent,
copyright, Trademark or a trade secret in the United States, Vendor, shall at its option and
expense, either procure for the State the right to continue using the Services, or replace or modify
the same to become non-infringing. If neither of these options can reasonably be taken in Vendor’s
judgment, or if further use shall be prevented by injunction, Vendor agrees to cease provision of
any affected Services, and refund any sums the State has paid Vendor and make every
reasonable effort to assist the State in procuring substitute Services. If, in the sole opinion of the
State, the cessation of use by the State of any such Services due to infringement issues makes
the retention of other items acquired from Vendor under this Agreement impractical, the State shall
then have the option of terminating the Agreement, or applicable portions thereof, without penalty
or termination charge; and Vendor agrees to refund any sums the State paid for unused Services.

c) Vendor, at its own expense, shall defend any action brought against the State to the extent that
such action is based upon a claim that the Services supplied by Vendor, their use or operation,
infringes on a patent, copyright, trademark or violates a trade secret in the United States. Vendor
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shall pay those costs and damages finally awarded or agreed in a settlement against the State in 
any such action. Such defense and payment shall be conditioned on the following: 

i. That Vendor shall be notified within a reasonable time in writing by the State of any such
claim; and,

ii. That Vendor shall have the sole control of the defense of any action on such claim and all
negotiations for its settlement or compromise provided, however, that the State shall have
the option to participate in such action at its own expense.

d) Vendor will not be required to defend or indemnify the State if any claim by a third party against
the State for infringement or misappropriation results from the State’s material alteration of any
Vendor-branded Services, or from the continued use of the good(s) or Services after receiving
notice they infringe on a trade secret of a third party.

e) Vendor shall hold and save the State, its officers, agents, and employees, harmless from liability
of any kind, including costs and expenses, resulting from infringement of the rights of any third
party in any copyrighted material, patented or patent-pending invention, article, device, or
appliance delivered in connection with the Contract.

10. TERMINATION FOR CONVENIENCE: If this Contract contemplates deliveries or performance over a
period of time, the State may terminate this Contract at any time by providing 60 days’ notice in writing
from the State to Vendor.  In that event, any or all finished or unfinished deliverable items prepared by
Vendor under this Contract shall, at the option of the State, become its property. If the Contract is
terminated by the State as provided in this section, the State shall pay for those items for which such option
is exercised, less any payment or compensation previously made.

11. ADVERTISING: Vendor agrees not to use the existence of the Contract or the name of the State of North
Carolina as part of any commercial advertising or marketing of products or Services.  A Vendor may inquire
whether the State is willing to act as a reference by providing factual information directly to other
prospective customers.

12. ACCESS TO PERSONS AND RECORDS: During and after the term hereof, the State Auditor and any
using agency’s internal auditors shall have access to persons and records related to the Contract to verify
accounts and data affecting fees or performance under the Contract.

13. ASSIGNMENT: No assignment of Vendor’s obligations nor Vendor’s right to receive payment hereunder
shall be permitted.  However, upon written request approved by the issuing purchasing authority and solely
as a convenience to Vendor, the State may:

a) Forward Vendor’s payment check directly to any person or entity designated by Vendor, and
b) Include any person or entity designated by Vendor as a joint payee on Vendor’s payment check.

In no event shall such approval and action obligate the State to anyone other than Vendor and Vendor 
shall remain responsible for fulfillment of all Contract obligations. Upon advance written request, the State 
may, in its unfettered discretion, approve an assignment to the surviving entity of a merger, acquisition or 
corporate reorganization, if made as part of the transfer of all or substantially all of Vendor’s assets. Any 
purported assignment made in violation of this provision shall be void and a material breach of the Contract. 

14. INSURANCE:

a) COVERAGE - During the term of the Contract, Vendor at its sole cost and expense shall provide
commercial insurance of such type and with such terms and limits as may be reasonably
associated with the Contract. As a minimum, Vendor shall provide and maintain the following
coverage and limits:

i. Worker’s Compensation - Vendor shall provide and maintain Worker’s Compensation
Insurance, as required by the laws of North Carolina, as well as employer’s liability



Proposal Number:  270-20220830TPAS           Vendor: __Blue Cross Blue Shield of North Carolina________ 

Page 94 of 119 

coverage with minimum limits of $500,000.00, covering all of Vendor’s employees who 
are engaged in any work under the Contract in North Carolina.  If any work is sub-
contracted, Vendor shall require the sub-Contractor to provide the same coverage for any 
of his employees engaged in any work under the Contract within the State. 

ii. Commercial General Liability - General Liability Coverage on a Comprehensive Broad
Form on an occurrence basis in the minimum amount of $1,000,000.00 Combined Single
Limit. Defense cost shall be in excess of the limit of liability.

iii. Automobile - Automobile Liability Insurance, to include liability coverage, covering all
owned, hired, and non-owned vehicles, used within North Carolina in connection with the
Contract. The minimum combined single limit shall be $250,000.00 bodily injury and
property damage; $250,000.00 uninsured/under insured motorist; and $2,500.00 medical
payment.

b) REQUIREMENTS - Providing and maintaining adequate insurance coverage is a material
obligation of Vendor and is of the essence of the Contract. All such insurance shall meet all laws
of the State of North Carolina. Such insurance coverage shall be obtained from companies that
are authorized to provide such coverage and that are authorized by the Commissioner of
Insurance to do business in North Carolina. Vendor shall at all times comply with the terms of such
insurance policies, and all requirements of the insurer under any such insurance policies, except
as they may conflict with existing North Carolina laws or the Contract. The limits of coverage under
each insurance policy maintained by Vendor shall not be interpreted as limiting Vendor’s liability
and obligations under the Contract.

15. GENERAL INDEMNITY: Vendor shall hold and save the State, its officers, agents, and employees,
harmless from liability of any kind, including all claims and losses accruing or resulting to any other person,
firm, or corporation furnishing or supplying work, Services, materials, or supplies in connection with the
performance of the Contract, and from any and all claims and losses accruing or resulting to any person,
firm, or corporation that may be injured or damaged by Vendor in the performance of the Contract and that
are attributable to the negligence or intentionally tortious acts of Vendor provided that Vendor is notified in
writing within 30 days from the date that the State has knowledge of such claims. Vendor represents and
warrants that it shall make no claim of any kind or nature against the State’s agents who are involved in
the delivery or processing of Vendor goods or Services to the State. As part of this provision for indemnity,
if federal funds are involved in this procurement, the Vendor warrants that it will comply with all relevant
and applicable federal requirements and laws, and will indemnify and hold and save the State harmless
from any claims or losses resulting to the State from the Vendor’s noncompliance with such federal
requirements or law in this Contract. The representation and warranty in the preceding sentence shall
survive the termination or expiration of the Contract.  The State does not participate in indemnification due
to Constitutional restrictions, or arbitration, which effectively and unacceptably waives jury trial. See, G.S.
22B-3, -10.

16. ELECTRONIC PROCUREMENT:

a) Purchasing shall be conducted through the Statewide E-Procurement Service. The State’s third-
party agent shall serve as the Supplier Manager for this E-Procurement Service. Vendor shall
register for the Statewide E-Procurement Service within two (2) business days of notification of
award in order to receive an electronic purchase order resulting from award of this contract.

b) Reserve.

c) Reserve.

d) Reserve.

e) Vendor shall at all times maintain the confidentiality of its username and password for the
Statewide E-Procurement Services.  If Vendor is a corporation, partnership, or other legal entity,
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then Vendor may authorize its employees to use its password.  Vendor shall be responsible for all 
activity and all charges by such employees.  Vendor agrees not to permit a third party to use the 
Statewide E-Procurement Services through its account. If there is a breach of security through 
Vendor’s account, Vendor shall immediately change its password and notify the Supplier Manager 
of the security breach by email. Vendor shall cooperate with the State and the Supplier Manager 
to mitigate and correct any security breach. 

17. SUBCONTRACTING: Performance under the Contract by Vendor shall not be subcontracted without prior
written approval of the State’s assigned Contract Administrator. Unless otherwise indicated, acceptance
of a Vendor’s proposal shall include approval to use the Subcontractor(s) that have been specified therein.

18. CONFIDENTIALITY:  Vendor information that cannot be shown to be, e.g., a trade secret, may be subject
to public disclosure under the terms of the State Public Records Act (SPRA), beginning at N.C.G.S. §
132.1. Blanket assertions of confidentiality are not favored, but confidentiality of specific material meeting
one or more exceptions in the SPRA will be honored. Vendors are notified that if the confidentiality of
material is challenged by other parties, the Vendor has the responsibility of defending the assertion of
confidentiality.

Any State information, data, instruments, documents, studies, or reports given to or prepared or assembled
by or provided to Vendor under the Contract shall be kept as confidential, used only for the purpose(s)
required to perform the Contract and not divulged or made available to any individual or organization
without the prior written approval of the State.

19. CARE OF STATE DATA AND PROPERTY:  Vendor agrees that it shall be responsible for the proper
custody and care of any data owned and furnished to Vendor by the State (State Data), or other State
property in the hands of Vendor, for use in connection with the performance of the Contract or purchased
by or for the State for the Contract. Vendor will reimburse the State for loss or damage of such property
while in Vendor’s custody.

The State Data in the hands of Vendor shall be protected from unauthorized disclosure, loss, damage,
destruction by a natural event or other eventuality. Such State Data shall be returned to the State in a form
acceptable to the State upon the termination or expiration of this Agreement. Vendor shall notify the State
of any security breaches within 24 hours as required by N.C.G.S. § 143B.1379. See N.C.G.S. § 75-60 et
seq.

20. OUTSOURCING: Any Vendor or subcontractor providing call or contact center services to the State of
North Carolina or any of its agencies shall disclose to inbound callers the location from which the call or
contact center services are being provided.

If, after award of a contract, Vendor wishes to relocate or outsource any portion of performance to a
location outside the United States, or to contract with a subcontractor for any such the performance, which
subcontractor and nature of the work has not previously been disclosed to the State in writing, prior written
approval must be obtained from the State agency responsible for the contract.

Vendor shall give notice to the using agency of any relocation of Vendor, employees of Vendor,
subcontractors of Vendor, or other persons providing performance under a State contract to a location
outside of the United States.

21. COMPLIANCE WITH LAWS: Vendor shall comply with all laws, ordinances, codes, rules, regulations, and
licensing requirements that are applicable to the conduct of its business and its performance in accordance
with the Contract, including those of federal, state, and local agencies having jurisdiction and/or authority.

22. ENTIRE AGREEMENT:  This RFP and any documents incorporated specifically by reference represent
the entire agreement between the parties and supersede all prior oral or written statements or agreements.
This RFP, any addenda hereto, and Vendor’s proposal are incorporated herein by reference as though set
forth verbatim.
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All promises, requirements, terms, conditions, provisions, representations, guarantees, and warranties 
contained herein shall survive the contract expiration or termination date unless specifically provided 
otherwise herein, or unless superseded by applicable Federal or State statutes of limitation. 

23. ELECTRONIC RECORDS: The State will digitize all Vendor responses to this solicitation, if not received
electronically, as well as any awarded contract together with associated procurement-related documents.
These electronic copies shall constitute a preservation record, and shall serve as the official record of this
procurement with the same force and effect as the original written documents comprising such record. Any
electronic copy, printout, or other output readable by sight shown to reflect such record accurately shall
constitute an "original."

24. AMENDMENTS:  This Contract may be amended only by a written Amendment duly executed by the State
and Vendor.  No changes in the technical requirements & specifications, time for performance, or other
contractual terms shall be effective without a written Amendment.

Notwithstanding this requirement, (1) if needed or applicable, the addition of BRDs or Implementation
Plans or ADMs may be developed or modified in writing and signed by Vendor’s Contract Administrator
for day to day activities or other individual authorized to bind Vendor, and the Plan’s Contract Administrator
for day to day activities or other designee approved by the Plan’s Executive Administrator; and (2) due
dates referenced in the technical requirements & specifications as “to be determined by the Plan” will be
established in writing by the Plan’s Contract Administrator for day to day activities through either the
Implementation Plan, a BRD or an ADM.  Such documents are incorporated into the Contract when signed
and are given the precedence as set forth in RFP Section 4.13 “Contract Documents”.

25. NO WAIVER: Notwithstanding any other language or provision in the Contract, nothing herein is intended
nor shall be interpreted as a waiver of any right or remedy otherwise available to the State under applicable
law. The waiver by the State of any right or remedy on any one occasion or instance shall not constitute
or be interpreted as a waiver of that or any other right or remedy on any other occasion or instance.

26. FORCE MAJEURE: Neither party shall be deemed to be in default of its obligations hereunder if and so
long as it is prevented from performing such obligations as a result of events beyond its reasonable control,
including without limitation, fire, power failures, any act of war, hostile foreign action, nuclear explosion,
riot, strikes or failures or refusals to perform under subcontracts, civil insurrection, earthquake, hurricane,
tornado, or other catastrophic natural event or act of God.

27. SOVEREIGN IMMUNITY:  Notwithstanding any other term or provision in the Contract, nothing herein is
intended nor shall be interpreted as waiving any claim or defense based on the principle of sovereign
immunity or other State or federal constitutional provision or principle that otherwise would be available to
the State under applicable law.

28. PERFORMANCE BOND: Vendor shall provide contract performance security based upon ten percent
(10%) of the estimated contract total based on Vendor’s cost proposal. This security will be in the form of
a surety bond licensed in North Carolina with a Best’s rating of no less than A-. The contract performance
surety will be provided to the Plan’s Contracting Section within 30 calendar days from the date of execution
of the contract. This security must remain in effect for the entire term of the contract. A new surety bond
must be issued if the contract is renewed or extended.
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Vendor: Blue Cross Blue Shield of North Carolina 

ATTACHMENT D: LOCATION OF WORKERS UTILIZED BY VENDOR 
Vendor shall detail the location(s) at which performance will occur, as well as the manner in which it 
intends to utilize resources or workers outside of the United States in the performance of The Contract. 

Vendor shall complete items 1 and 2 below. 

1. Will any work under this Contract be performed outside of the United States? ☒YES ☐NO 
If “YES”: 

a. List the location(s) outside of the United States where work under the Contract will be 
performed by the Vendor, any subcontractors, employees, or any other persons performing 
work under the Contract. 

Work may be completed in the following locations outside the United States: 

 Chennai, Mumbai, Hyderabad, Bangalore, Coimbatore, Kolkata, Noida, and Kochi, India 
 Manila, Philippines 
 Mississauga, Canada 
 London and Cardiff, U.K. 
 Guatemala 

b. Specify the manner in which the resources or workers will be utilized: 

The manner in which the resources will be utilized is outlined in the table below: 

CONFIDENTIAL

CONFIDENTIAL
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2. Where within the United States will work be performed? 

Work within the U.S. will be performed in the following locations: 

− Durham, NC 
− Cumming, GA 
− Chicago, IL 
− Tampa, FL 
− Columbus, OH 
− Charleston, SC 
− Nashville, TN 
− Reston, VA 
− Teaneck, NJ 
− Florham Park, NJ 
− Fremont, CA 
− Wilton, CT 

− Irving, TX 
− Cary, NC 
− Cornelius, NC 
− Alpharetta, GA 
− Burlington, NC 
− Seattle, WA 
− Norwood, MA 
− Northfield, IL 
− Boston, MA 
− Eden Prairie, MN 
− Eagan, MN 

− La Grange, KY 
− Lyndhurst, NJ 
− Greenwood Village, 

CO 
− Carrollton, Texas 
− Aye, NY 
− Charlotte, NC 
− Pleasanton, CA 
− Norwalk, CT 
− Bedminster, NJ 

NOTES: 

The State will evaluate the additional risks, costs, and other factors associated with the utilization of 
workers outside of the United States prior to making an award. 
Vendor shall provide notice in writing to the State of the relocation of the Vendor, employees of the 
Vendor, subcontractors of the Vendor, or other persons performing services under the Contract to a 
location outside of the United States. 
All Vendor or subcontractor personnel providing call or contact center services to the State of North 
Carolina under the Contract shall disclose to inbound callers the location from which the call or 
contact center services are being provided. 

CONFIDENTIAL

CONFIDENTIAL
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Vendor: Blue Cross Blue Shield of North Carolina 

ATTACHMENT E: CERTIFICATION OF FINANCIAL CONDITION 
Name of Vendor: Blue Cross Blue Shield of North Carolina 

The undersigned hereby certifies that: [check all applicable boxes] 

 Vendor is in sound financial condition and, if applicable, has received an unqualified audit 
opinion for the latest audit of its financial statements. 

 Date of latest audit: 2021 (if no audit within past 18 months, explain reason below.) 

 Vendor has no outstanding liabilities, including tax and judgment liens, to the Internal Revenue 
Service or any other government entity. 

 Vendor is current in all amounts due for payments of federal and state taxes and required 
employment- related contributions and withholdings. 

 Vendor is not the subject of any current litigation or findings of noncompliance under federal or 
state law. 

 Vendor has not been the subject of any past or current litigation, findings in any past litigation, 
or findings of noncompliance under federal or state law that may impact in any way its ability to 
fulfill the requirements of this Contract. 

 He or she is authorized to make the foregoing statements on behalf of Vendor. 

Note: This shall constitute a continuing certification and Vendor shall notify the Contract Administrator 
within 30 days of any material change to any of the representations made herein. 

If any one or more of the foregoing boxes is NOT checked, Vendor shall explain the reason(s) in the 
space below. Failure to include an explanation may result in Vendor being deemed non-responsive 
and its submission rejected in its entirety. 

Due to the nature of our businesses, Blue Cross Blue Shield of North Carolina (Blue Cross NC) is involved 
in various claims and legal actions arising in the ordinary course of business.  Some of the lawsuits may 
be class actions, or purport to be, and some may include claims for unspecified or substantial punitive 
and treble damages. Leadership believes that proceedings arising in the ordinary course of business and 
those referenced above will not have a material adverse impact on the financial position of Blue Cross 
NC. 

Recently, Blue Cross NC was involved in litigation (In Re: Blue Cross Blue Shield Antitrust Litigation 
(United States District Court, Northern District of Alabama)) which was a multi-district case that 
consolidated multiple state and national class actions against Blue Cross NC, the Blue Cross Blue Shield 
Association (BCBSA) and multiple other Blue Cross and Blue Shield plans. Blue Cross NC is a named 
defendant in forty-five of the consolidated cases (thirty-one provider cases and fourteen subscriber 
cases).  The cases all allege an ongoing conspiracy in violation of the Sherman Antitrust Act among the 
Blues and the BCBSA and seek (1) a permanent injunction prohibiting enforcement of any agreements 
which restrict the BCBSA member operating territories; (2) treble damages for (a) alleged artificially 
inflated premiums in the case of subscribers and (b) alleged suppressed provider compensation in the 
case of providers and (3) attorneys’ fees and costs. Additionally, one of the consolidated cases against 
Blue Cross NC makes antitrust allegations based on most favored nations (MFN) clauses in Blue Cross 
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NC’s provider contracts and seeks reformation of Blue Cross NC’s provider contracts to strike MFN 
clauses and monetary damages.  

The Blue plan defendants, including Blue Cross NC, reached a total settlement of $2.67 billion with the 
subscriber plaintiffs that included a payment and various injunctive relief.  Blue Cross NC’s initial portion 
of the settlement was paid on December 23, 2020, and the balance was paid in 2022.  Blue Cross NC is 
vigorously defending the remaining provider case.

Signature

Lauren O’Brien

Date     

Vice President, Chief Accounting & Risk Officer
Printed Name Title

[This Certification must be signed by an individual authorized to speak for Vendor]

CONFIDENTIAL

CONFIDENTIAL



RFP #270-20220830TPAS  
The North Carolina State Health Plan for Teachers and State Employees 
Third Party Administrative Services  
 

 

 
Page 1 

 

Vendor: Blue Cross Blue Shield of North Carolina 

ATTACHMENT G: BUSINESS ASSOCIATE AGREEMENT 
This Health Insurance Portability and Accountability Act of 1996 (“HIPAA”) Business Associate 
Agreement (“BAA” or “Agreement”) is entered into between the North Carolina State Health Plan for 
Teachers and State Employees (“Plan”), a division and Covered Healthcare Component of the North 
Carolina Department of State Treasurer (“DST”), and [INSERT NAME OF ENTITY] (hereinafter 
“Contractor”), referred to as “Party” or collectively as “Parties.” This BAA is effective when signed by the 
Parties and, except as otherwise required, shall remain in effect for the term of the Contract, including 
any extensions or renewals. 

BACKGROUND 
DST includes, as a division, the Plan. The Plan is a health benefit plan which, standing alone, would be a 
covered entity under HIPAA. DST includes several divisions that do not qualify as covered entities and 
whose functions are not regulated by HIPAA, and thus has designated itself a “Hybrid Entity.” The 
Parties believe that the relationship between Contractor and the Plan is such that Contractor is or may 
be a Business Associate as defined by the HIPAA Privacy and Security Rules. 

The purpose of this BAA between Contractor and the Plan is to protect Plan Member information in 
accordance with the HIPAA Privacy and Security Rules. The Parties enter this BAA with the intent to 
comply with HIPAA provisions that allow: 1) a Covered Healthcare Component of a Hybrid Entity (the 
Plan) to disclose Protected Health Information (“PHI”) to a Business Associate; and 2) a Business 
Associate (i.e., Contractor) to create, maintain, transmit, or receive PHI on behalf of the Plan after the 
Plan obtains satisfactory assurances that Contractor will appropriately safeguard the information. 

Specifically, Sections 261 through 264 of the Federal Health Insurance Portability and Accountability Act 
of 1996, Public Law 104-191, known as “the Administrative Simplification provisions,” direct the United 
States Department of Health and Human Services to develop standards to protect the security, 
confidentiality, and integrity of health information. The “Health Information Technology for Economic 
and Clinical Health” (“HITECH”) Act (Title XIII of Division A and Title IV of Division B of the American 
Recovery and Reinvestment Act of 2009 (Pub. L. 111-5)) modified and amended the Administrative 
Simplification provisions. Pursuant to the Administrative Simplification provisions, the Secretary of 
Health and Human Services (“Secretary”) issued regulations modifying 45 C.F.R. Parts 160 and 164 (the 
“HIPAA Rules”), as further amended by the Omnibus Final Rule (78 Fed. Reg. 5566), (hereinafter, the 
Administrative Simplification provisions, HITECH, such rules, amendments, and modifications, including 
any that are subsequently adopted, will be collectively referred to as “HIPAA”). 

The Parties wish to enter into an agreement through which Contractor will provide certain services 
and/or products to the Plan. Pursuant to such agreement, Contractor may be considered a Business 
Associate of the Plan as defined by HIPAA in that Contractor may have access to PHI to meet the 
requirements of the Contract. The Parties agree as follows: 

I. GENERAL TERMS AND CONDITIONS 
A. Definitions: Except as otherwise defined herein, any and all capitalized terms or abbreviations 

of capitalized terms in this Agreement shall have the definitions set forth by HIPAA. In the 
event of an inconsistency between the provisions of this BAA and mandatory provisions of 
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HIPAA, HIPAA shall control. Where provisions of this BAA are different from those mandated by 
HIPAA, but are nonetheless permitted by HIPAA, the provisions of this BAA shall control. 

B. Ambiguous Terms: In case of ambiguous, inconsistent, or conflicting terms within this BAA, 
such terms shall be resolved to allow for compliance with HIPAA. 

C. Application of Civil and Criminal Penalties: Contractor acknowledges that it is subject to 42 
U.S.C. 1320d-5 and 1320d-6 in the same manner as such sections apply to a Hybrid Entity, to 
the extent that Contractor violates §§ 13401(a), 13404(a), or 13404(b) of the HITECH Act and 
45 C.F.R. §164.502(e) and 164.504(e). Furthermore, Contractor is liable for the acts of its own 
Business Associates under 45 C.F.R. §160.402(c), who are considered Subcontractors when they 
have access to Plan PHI. 

D. Assignment: Contractor shall not assign or transfer any right or interest in this BAA. Any 
attempt by Contractor to assign or transfer any right or interest in this BAA is void and has no 
effect. 

E. Forum: The laws of the State of North Carolina shall govern this BAA and any and all 
interpretations of this BAA. The venue for any claim, demand, suit, or causes of action shall be 
in the state and federal courts located in North Carolina. 

F. Hybrid Entity: HIPAA defines a Hybrid Entity as one that uses or discloses PHI for only a part of 
its business operations. DST has taken the designation of Hybrid Entity because it includes the 
Plan as a division. 

G. Indemnification: Any Breaches of HIPAA or this BAA shall be subject to the indemnification 
clause which can be found in Section 15, “General Indemnity” of Attachment C, “North Carolina 
General Contract Terms and Conditions” of the Contract. 

H. Regulatory References: Any reference in this BAA to a federal or state statute or regulation 
(whether specifically or generally) means that statute or regulation which is in effect on the 
date of any action or inaction relating to the BAA section which refers to such statute or 
regulation. 

I. Stricken Provisions: In the event any portion of this BAA is determined by a court or other body 
of competent jurisdiction to be invalid or unenforceable, that portion alone will be deemed 
void, and the remainder of the BAA will continue in full force and effect. 

J. Termination of BAA: Except as otherwise provided below, either Party shall have the right to 
terminate the Contract if either Party determines that the other Party has violated any material 
term of this BAA. Upon either Party’s belief of a material breach of this BAA by the other Party, 
the non- breaching Party: 

1. Shall give written notice of belief of material breach within a reasonable time after 
forming that belief. The non-breaching Party shall provide an opportunity for the 
breaching Party to cure the breach or end the violation and, if the breaching Party does 
not cure the breach or end the violation within the time specified by the non-breaching 
Party, the non-breaching Party may exercise such rights as are specified in the Contract; or 

2. May immediately exercise such rights as are specified in the Contract if the breaching 
Party has breached a material term of this BAA and cure is not possible; or 
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3. Shall report the violation to the Secretary of the United States Department of Health and 
Human Services if neither termination nor cure is possible. The Plan shall abide by Federal 
reporting regulations. 

II. OBLIGATIONS AND ACTIVITIES OF BUSINESS ASSOCIATE 
A. Contractor acknowledges and agrees that all PHI created, maintained, transmitted, received, or 

used by Contractor in relation to the Contract shall be subject to this BAA. This obligation to 
protect Plan Member privacy and to keep such PHI confidential survives the termination, 
cancellation, expiration, or other conclusion of the BAA as set forth below. 

B. Contractor agrees it is aware of and will comply with all provisions of HIPAA that are directly 
applicable to Business Associates. 

C. Contractor shall use or disclose any PHI solely as would be permitted by HIPAA if such use or 
disclosure were made by Covered Entity: (1) for meeting its obligations as set forth in the 
Contract, or any other agreements between the Parties evidencing their business relationship; 
or (2) as required by applicable law, rule or regulation, or by accrediting or credentialing 
organization to whom Covered Entity is required to disclose such information or as otherwise 
permitted under this Agreement, the Contract (if consistent with this Agreement and HIPAA), 
or HIPAA. All such uses and disclosures shall be subject to the limits set forth in 45 CFR § 
164.514 regarding limited data sets and 45 CFR § 164.502(b) regarding the minimum necessary 
requirements. 

D. Contractor shall develop, document, implement, maintain, and use appropriate administrative, 
physical, and technical safeguards to prevent unauthorized use or disclosure of PHI, and to 
protect the integrity, availability, and confidentiality of that PHI. The safeguards that Contractor 
implements shall meet the requirements set forth by the United States Department of Health 
and Human Services including, but not limited to, any requirements set forth in HIPAA and 
North Carolina state law as applicable. 

E. Contractor shall implement security policies and procedures, and provide the Plan’s HIPAA 
Privacy Officer (“HPO”) with a copy of such. 

F. Contractor agrees that if it enters into an agreement with any agent or Subcontractor, under 
which PHI could or would be disclosed or made available to the agent or Subcontractor, 
Contractor shall have an appropriate BAA that conforms to applicable law, and is consistent 
with this Agreement. The terms of a BAA that Contractor enters into with its agent or 
Subcontractor shall meet or exceed the protections of this BAA. The BAA shall be in place with 
the agent or Subcontractor before any PHI is disclosed or otherwise made available to the 
agent or Subcontractor. 

G. Contractor shall disclose to the Plan a list of any and all agents or Subcontractors who will have 
access to or use of PHI on behalf of the Contractor for the benefit of the Plan. These disclosures 
shall be made prior to or upon signing this BAA. Any subsequent changes or additions to this 
list must be approved in writing by the Plan prior to any new agent or Subcontractor being 
provided access to PHI on behalf of the Plan. 

H. If Contractor provides PHI created, maintained, transmitted, or received by the Plan to any 
agent or Subcontractor, the agent or Subcontractor shall agree that with respect to such 
information, the same or greater restrictions and conditions that apply through this BAA to 
Contractor shall also apply to the agent or Subcontractor. 



RFP #270-20220830TPAS  
The North Carolina State Health Plan for Teachers and State Employees 
Third Party Administrative Services  
 

 

 
Page 4 

 

I. Contractor shall obtain and document “satisfactory assurances” of any agent or Subcontractor 
to whom it provides PHI on behalf of the Plan through a written contract or other agreement 
with Contractor that meets the requirements of 45 C.F.R. §164.504(e). 

J. Contractor agrees that if and to the extent it conducts in whole or part Standard Transactions 
on behalf of the Plan, Contractor shall comply, and shall require any and all agents or 
Subcontractors involved with the conduct of such Standard Transactions to comply, with each 
applicable requirement of 45 C.F.R. Parts 160 and 162 and the HITECH Act as if they were the 
Plan. Contractor shall not enter into (or permit its agents or Subcontractors to enter into) any 
trading partner contracts in connection with the conduct of Standard Transactions for or on 
behalf of the Plan that: 

1. Changes the definition, data condition, or use of data element or segment in Standard 
Transaction; 

2. Adds any data element or segment to the maximum defined data set; 

3. Uses any code or data element that is marked “not used” in the Standard Transaction’s 
implementation specification or is not in the Standard Transaction’s implementation 
specification; or 

4. Changes the meaning or intent of the Standard Transaction’s implementation 
specification. 

K. If Contractor receives a request for access to inspect or obtain a copy of PHI in a designated 
record set from a Member or representative of the Member, Contractor shall alert the Plan of 
such request within three business days. At the request of the Plan and in a reasonable time 
and manner, Contractor shall provide access to PHI in a Designated Record Set (to the extent 
Contractor maintains PHI in a Designated Record Set) to the Plan, or (as directed by the Plan) to 
an individual or an individual’s personal representative, for inspection and copy in order to 
meet obligations under 45 C.F.R. §164.524. This paragraph applies only to that PHI that is in 
Contractor’s care, custody, or control. 

L. At the request of the Plan or an individual or that individual’s Personal Representative and in 
the time and manner requested, Contractor shall make any amendment(s) to PHI in a 
Designated Record Set (to the extent Contractor maintains PHI in a Designated Record Set) that 
the Plan directs or agrees to pursuant to 45 C.F.R. § 164.526. This paragraph applies only to the 
PHI that is in Contractor’s care, custody, or control. 

M. Contractor agrees that the Plan shall have the right to audit its policies, procedures, and 
practices related to the use and disclosure of the Plan’s PHI. 

N. Contractor shall provide the Plan with copies of all policies, procedures, and practices related 
to the use and disclosure of Plan PHI prior to or upon execution of this BAA. 

III. BREACH NOTIFICATION REQUIREMENTS 
A. Upon discovery by Contractor of a suspected or actual Breach of Unsecured PHI, Contractor 

must notify the Plan’s HPO, in writing, within three business days. For purposes of this section, 
“discovery” means having obtained knowledge in any manner from any source and in any form, 
including from an agent or Subcontractor. This notice does not need to be a final report, but 
must inform the Plan’s HPO of an approximate number of individuals affected by the Breach, 
whether there is an ongoing risk of improper disclosure, and what steps are being taken to 
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mitigate the Breach and/or ongoing risk of disclosure. See “Attachment A” for the Plan’s HPO’s 
contact information. 

B. Contractor is not required to report Unsuccessful Security Incidents. For purposes of this BAA, 
Unsuccessful Security Incidents is defined as pings and other broadcast attacks on Contractor’s 
firewall, port scans, unsuccessful log-on attempts, denial of service attacks, and any 
combination of the above, as long as no such incident results in unauthorized access, 
acquisition, use, or disclosure of PHI. 

C. Upon discovery of a Breach, Contractor shall conduct any risk assessment necessary to 
determine whether notification is required and will maintain any related records in accordance 
with Contractor’s internal policies and procedures and the applicable provisions of the Breach 
Notification Rule as interpreted by Contractor. The risk assessment must consider the nature 
and extent of the PHI involved, including the types of identifiers and the likelihood of re-
identification; the unauthorized person who used the PHI or to whom the disclosure was made; 
whether the PHI was actually acquired or viewed; and the extent to which the risk to the PHI 
has been mitigated. The risk assessment must be thorough, conducted in good faith, and reach 
a reasonable conclusion. Contractor shall provide the Plan with a final signed copy of the risk 
assessment or report within three business days of its completion, no later than ten business 
days after discovery (unless otherwise agreed to by the Plan’s HPO). 

D. Contractor shall mitigate, to the extent practicable, any harmful effect that is known to 
Contractor of a use or disclosure of PHI by Contractor in violation of the requirements of this 
BAA or HIPAA. 

E. Contractor shall submit a formal report to the Plan’s HPO without unreasonable delay, but no 
later than ten business days after discovery. The formal report shall include, to the extent 
possible, the following: 

1. A brief description of what happened (identify the nature of the non-permitted use or 
disclosure), including the date of the Breach, the date of the discovery of the Breach, and 
the date the Breach was reported to the Contractor’s Privacy Official; 

2. A description of the nature of the Unsecured PHI that was involved in the Breach (e.g., 
Member’s full name, Social Security number, date of birth, home address, account 
number, etc.); 

3. Identify who made the non-permitted use or disclosure; 

4. Identify the recipient(s) of the non-permitted use or disclosure; 

5. A description of what Contractor did or is doing to investigate the Breach; 

6. A description of what Contractor did or will do to mitigate risks, harmful effects, and 
losses of the non-permitted use or disclosure; 

7. Identify what corrective action Contractor took or will take to prevent and protect against 
further Breaches; 

8. Identify the steps Members should take to protect themselves from potential harm 
resulting from the Breach; 

9. Contact procedures for Members to ask questions of or learn additional information from 
the Contractor, which shall include a toll-free telephone number, e-mail address, Web 
site, or postal address; and 
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10. Provide such other information related to the Breach as the Plan may reasonably request. 

F. If Contractor determines that a Breach of Unsecured PHI has occurred, Contractor shall provide 
written notice, on behalf of the Plan, without unreasonable delay, but no later than thirty 
calendar days following the date the Breach of Unsecured PHI is or reasonably should have 
been discovered by Contractor, or such later date as is authorized under 45 C.F.R. §164.412, to: 

1. each individual whose Unsecured PHI has been, or is reasonably believed by Contractor to 
have been, accessed, acquired, used, or disclosed as a result of the Breach; and 

2. the media, to the extent required under 45 C.F.R. §164.406. 

G. Contractor shall send notices to individuals using the last known address of the individual on 
file with Contractor, unless the individual has agreed to electronic notice as set forth in 45 
C.F.R. §164.404. If the notice to any individual is returned as undeliverable, Contractor shall 
alert the Plan, and take such action as is required by the Breach Notification Rule. 

H. Contractor shall be responsible for the drafting, content, form, and method of delivery of each 
of the notices required to be provided by Contractor under this section. Contractor shall 
comply, in all respects, with 45 C.F.R. § 164.404 and any other applicable notification provisions 
of the Breach Notification Rule, including without limitation 45 C.F.R. Part 164 Subpart D, 
Section 13402 of the HITECH Act, and applicable state law, as interpreted by Contractor. 

I. Contractor notices must be reviewed and approved by the Plan’s HPO before being sent to Plan 
Members, published to the media, or otherwise made public to any person or entity that is not 
a Party to this Agreement. 

J. Any notices required to be delivered by Contractor shall be at the expense of Contractor. 

K. Contractor shall provide to the Plan or an individual, in the reasonable time and manner 
requested by the HPO, information collected in accordance with Section III of this BAA, to 
permit the Plan to respond to a request by an individual or that individual’s Personal 
Representative for an accounting of disclosures of PHI in accordance with 45 C.F.R. § 164.528. 

L. Contractor shall provide the Plan with an annual report of all suspected or actual Breaches of 
Unsecured PHI by Contractor, and by any agent or Subcontractor of Contractor within sixty 
days of January 1 of the year following the Breaches. 

IV. ACCOUNTING FOR DISCLOSURES AND SALE OF DATA 
A. If applicable, Contractor shall comply with HITECH Act provisions regarding accounting for 

disclosures of PHI and Electronic Health Records (“EHR”). 

B. Contractor shall comply with the prohibition on the sale of PHI and EHR set forth in 42 U.S.C. § 
17935(d). 

C. Contractor shall not sell PHI or any derivation thereof, including deidentified data, without the 
express written approval of the Plan. 

D. Contractor shall use and disclose PHI for Marketing purposes only as expressly directed by the 
Plan, and in accordance with 42 U.S.C. § 17936(a). 

E. Contractor agrees that the Plan shall review all Marketing materials given to, prepared, or 
assembled by Contractor prior to its disclosure in order to meet obligations under HITECH Act, 
Title XIII, Subtitle D, Section 13406, and 45 C.F.R. §§ 164.501, 164.508, and 164.514. 
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V. PERMITTED USES AND DISCLOSURES BY CONTRACTOR 
A. Except as otherwise limited in this BAA, Contractor may use or disclose PHI on behalf of, or to 

provide services to, the Plan as described in RFP#270-20220830TPAS Third Party Administrative 
Services (“Contract”). 

B. Except as otherwise limited in this BAA, Contractor may use PHI for the proper management 
and administration of the Contract or to carry out the legal responsibilities of Contractor. 

C. Including all disclosures permitted or required by law, any use or disclosure of PHI or data 
derived from PHI (including De-Identified Data and Limited Data Sets) not related to the 
Contractor fulfilling its obligations to the Plan under the Contract will be reported to the Plan in 
writing within thirty days. Such notice shall include information about what data was used or 
disclosed, for what purpose the data was used or disclosed, the date(s) the data was used or 
disclosed, and any other information reasonably requested by the Plan. 

D. Except as otherwise limited in this BAA, Contractor may disclose PHI for the proper 
management and administration of the Contract, if disclosures are required by law; or if 
Contractor obtains reasonable assurances by means of a written agreement from the person or 
entity to whom the information is disclosed that it shall remain confidential and used or further 
disclosed only as required by law or for the purpose for which it was disclosed to the entity. 
The person or entity must notify Contractor of any instances it is aware of that the 
confidentiality of the information has been Breached. 

E. To the extent provided for under the Contract, and except as otherwise limited in this BAA, 
Contractor may use PHI to provide Data Aggregation services to the Plan as permitted by 45 
C.F.R. § 164.504(e)(2)(i)(B). 

F. Contractor may use PHI to report violations of law to appropriate federal and state authorities, 
as permitted by 45 C.F.R. § 164.502(j)(1). 

G. Contractor shall make internal practices, books, and records - including policies and procedures 
and PHI, relating to the use and disclosure of PHI received from, or created, maintained, 
transmitted, or received by Contractor on behalf of the Plan - available to the Plan, or to the 
Secretary, in a time and manner requested or designated by the Secretary or the Plan, for 
purposes of determining the Plan’s and Contractor’s compliance with HIPAA. 

H. If an individual or an individual’s personal representative requests an accounting of disclosures 
of PHI (in accordance with 45 C.F.R. § 164.528), Contractor shall provide documentation of 
disclosures of PHI (and information related to such disclosures) in the same manner as would 
be required of the Plan. Contractor shall alert the Plan of any such request within ten business 
days of its receipt. 

I. Contractor shall limit the use, disclosure, or request of PHI to the minimum necessary to 
accomplish the intended purpose of the use, disclosure, or request if performing any function 
or act on behalf of the Plan. 45 C.F.R. §164.502(b). 

J. Contractor shall be in compliance with the HIPAA minimum necessary provision (45 C.F.R. § 
164.502) if it limits its uses, disclosures, or requests of PHI to a limited data set to the extent 
practicable or, if needed, to the minimum necessary to accomplish an intended purpose. 

K. The Minimum Necessary Standard does not apply to such uses, disclosures, and requests set 
forth in 45 C.F.R. § 164.502(b)(2). 
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L. Contractor is prohibited from receiving direct or indirect remuneration (subject to certain 
enumerated exceptions) in exchange for any PHI of a Member, unless a valid authorization has 
been obtained from the Member in accordance with 45 C.F.R. § 164.508. A valid authorization 
includes, in accordance with such section, a specification of whether the PHI can be further 
exchanged for remuneration by the entity receiving PHI of that Member. 

VI. OBLIGATIONS OF THE PLAN 
A. The Plan shall notify Contractor of any limitation(s) in the Plan’s notice of privacy practices in 

accordance with 45 C.F.R. § 164.520, to the extent that such limitation may affect Contractor's 
use or disclosure of PHI. 

B. The Plan shall notify Contractor of any changes in, or revocation of, permission by an individual 
to use or disclose PHI, to the extent that such changes may affect Contractor's use or disclosure 
of PHI. 

C. The Plan shall notify Contractor of any restriction to the use or disclosure of PHI that the Plan 
has agreed to in accordance with 45 C.F.R. § 164.522, to the extent that such restriction may 
affect Contractor's use or disclosure of PHI. 

D. The Plan shall not request that Contractor use or disclose PHI in any manner that would be 
impermissible by the Plan under HIPAA. 

VII. TRANSITION, RETENTION, AND DESTRUCTION OF RECORDS AND DATA 
A. Transition of Records and Data: Upon termination, cancellation, expiration, or other conclusion 

of the Contract, Contractor shall assist the Plan, upon written request, in transitioning all PHI to 
the Plan or other entity designated by the Plan in a format determined by the Plan. 

B. Retention, Destruction, and Return of non-PHI Records and Data: Contractor and its agents or 
Subcontractors shall retain all documentation (including documentation in electronic form) 
required under 45 C.F.R. § 164.530(j)(1) for six years from the date of its creation or the date 
when it last was in effect, whichever is later. 45 C.F.R. §164.530(j)(2). 

C. Return or Destruction of PHI: Within a reasonable time after termination, cancellation, 
expiration, or other conclusion of the Contract, Contractor and its agents or Subcontractors 
shall: 

1. Return to the Plan or destroy any and all PHI, in whatever form or medium (including any 
electronic medium under Contractor’s and its agents’ or Subcontractors’ custody or 
control), that Contractor and its agents or Subcontractors created or received while 
carrying out a function on behalf of the Plan. Such return or destruction shall occur within 
a reasonable time period after the termination, cancellation, expiration, or other 
conclusion of the Contract as agreed to by the Parties. If the Parties cannot mutually agree 
upon a reasonable time period for such return or destruction, Contractor and its agents or 
Subcontractors shall return or securely destroy all Plan PHI no later than 90 days after the 
termination, cancellation, expiration, or other conclusion of the Contract. The Plan will 
communicate such time period to Contractor in a Contract closeout letter. 

a) Guidelines for Destruction: Contractor and its agents or Subcontractors shall destroy 
PHI in accordance with the approved methods outlined by the National Institute of 
Standards and Technology (NIST) Special Publication 800-88 Revision 1, or the most 
current subsequent update. 
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b) Certificate of Data Sanitization: No later than thirty days after all PHI has been 
destroyed, an authorized representative of Contractor and its agents or 
Subcontractors with knowledge of the data destruction shall complete, sign, and 
return to the Plan an attestation of destruction supplied by the Plan. Contractor shall 
return the signed attestation by email to the Manager of Contracts and Compliance, 
or designee. 

VIII. SECURITY OF PHI 
A. Contractor shall comply with the provisions of 45 C.F.R. §§ 164.308, 164.310, 164.312, and 

164.316 relating to implementation of administrative, physical, and technical safeguards with 
respect to Electronic PHI in the same manner that such provisions apply to a HIPAA 
Covered/Hybrid Entity. 

B. Contractor shall obtain security-related written assurances from HIPAA covered Subcontractors 
by way of business associate agreements conforming to applicable law and consistent with the 
terms under this Agreement. 

C. Contractor shall implement and maintain policies and procedures for compliance with the 
Security Rule. 

D. Contractor shall follow all documentation and maintenance requirements under the Security 
Rule. 

E. Contractor shall also comply with any additional security requirements contained in the HITECH 
Act that are applicable to a HIPAA Covered/Hybrid Entity. 

IX. SURVIVAL OF OBLIGATION TO PROTECT PHI 
A. If return or destruction of any PHI is not feasible after termination, cancellation, expiration, or 

other conclusion of the Contract, Contractor shall extend the protections of this BAA to the PHI 
retained, and limit its further use or disclosure of such PHI to those purposes that make return 
or destruction of that information infeasible. 

B. Contractor shall sign an attestation as to why the PHI cannot be returned or destroyed, and 
affirm in writing that the protections of this BAA will be indefinitely extended to the retained 
PHI. 

C. If destruction of the retained PHI occurs at any point after Contractor has stated that return or 
destruction of PHI is not feasible, Contractor shall provide the Plan with an attestation of 
destruction which will include the date(s) of destruction, method(s) of destruction, and the 
reason(s) for destruction. 

[SIGNATURE PAGE FOLLOWS] 
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The Plan and Contractor have executed this Business Associate Agreement in two originals, one of which 

is retained by Contractor, and one by the Plan. 

North Carolina Department of State Treasurer 

By: Dale R. Folwell, CPA, or Delegate 

Signature: 

Title: State Treasurer of North Carolina 

Date: 

North Carolina State Health Plan for Teachers and State Employees 

By: Dee Jones 

Signature: 

Title: Executive Administrator 

Date: 

Blue Cross Blue Shield of North Carolina 

By: Roy Watson 

Signature: 

Title: Vice President, Group and Sales Segment 

Date: 9/21/22 
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Attachment A: Department of State Treasurer HIPAA Privacy Officer (“HPO”) 
Chris Almberg, Esq.  
HIPAA Privacy Officer 
3200 Atlantic Avenue 
Raleigh, NC 27604  
(919) 814-4428
Chris.Almberg@nctreasurer.com
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Vendor: Blue Cross Blue Shield of North Carolina 

ATTACHMENT H: HIPAA QUESTIONNAIRE 
As a covered entity, it is the responsibility of the North Carolina State Health Plan (Plan) to ensure its 
Members’ health information is protected from use and disclosures not allowed under the Health 
Insurance Portability and Accountability Act (HIPAA), as well as applicable state and federal laws. The 
Plan takes this responsibility very seriously. 

The purpose of this HIPAA Questionnaire is to allow the Plan to evaluate the HIPAA compliance of a 
prospective or current vendor who may request or require Member data containing protected health 
information (PHI). As a threshold to being considered to do business with the Plan, the Vendor must 
demonstrate that it meets the Plan’s expectations for HIPAA compliance. The information provided 
below will be used by the Plan to determine the Vendor’s level of understanding of HIPAA privacy and 
security rules, as well as its compliance status. 

The Vendor is encouraged to thoroughly respond to all questions to the best of its ability and provide 
copies of all requested documentation. The Plan encourages the Vendor to have its privacy officer or 
other compliance specialist complete this questionnaire. Any incomplete responses may negatively 
impact the Plan’s evaluation of the Vendor’s HIPAA compliance, including a determination that the 
Vendor does not meet the Plan’s expectations. 

All responses must be typed. Handwritten responses will not be accepted. 

If the Vendor maintains that any information contained in requested documentation is proprietary or 
otherwise confidential, the Vendor may redact these portions and supply the un-redacted portions for 
review. 

Vendor Information 

Company name: Blue Cross Blue Shield of North Carolina (Blue Cross NC) 

Address (city, state, and zip code): P.O. Box 2291, Durham, NC 27702 

Website URL: www.bluecrossnc.com 

Name of person completing form, and role: Lynne Hamlet, Director – Privacy, Ethics & Corporate Policy 

Email address: lynne.hamlet@bcbsnc.com 

Phone number: 919-765-7416 

Fax number: 919-765-4474 

HIPAA compliance person’s name, title, phone number, and email address, if different than person 
completing form: N/A 

Date you are completing this form: 9/13/2022 

** Please note that you must update the contact information provided in this questionnaire within 30 
days of any change in personnel. ** 

For all questions, if more detail is needed than the space provided allows for, please attach a separate 
page. 
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Compliance Questionnaire
1. Details of the individual responsible for HIPAA Compliance (if this designated position does not exist,

provide the details of the employee who typically handles HIPAA privacy and security issues within 
your company or organization).

Name: Lynne Hamlet

Title: Director, Privacy, Ethics & Corporate Policy

Address: P.O. Box 2291, Durham, NC 27702

Phone number: 919-765-7416

 E-mail address: lynne.hamlet@bcbsnc.com

Certification designation (e.g., CHC, CISSP, CIPP, CHP, CHPSE, etc.): N/A

Date certified: N/A

Name: Rick Chilton

Title: Chief Information Security Officer

Address: 4615 University Drive, Durham, NC 27707

Phone number: 919-765-2021

 E-mail address: rick.chilton@bcbsnc.com

Certification designation (e.g., CHC, CISSP, CIPP, CHP, CHPSE, etc.): CISSP, CRISC

Date certified: 11/2009 (CISSP); 8/2011 (CRISC)

2. If they are not certified, provide detailed information regarding training that has been provided to 
the person responsible for HIPAA compliance (e.g., date last received training, name of company or 
person that provided training, etc.).

Blue Cross NC privacy staff participate in trainings, webinars, and teleconferences offered 
throughout the year by industry experts. Since Blue Cross NC’s last RFP response in 2021, the Privacy 
Official has participated in the following educational activities:

CONFIDENTIAL

CONFIDENTIAL
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Employee HIPAA Training

3. Which employees receive HIPAA training? How frequently is their training refreshed?

All employees are required to take the new employee training within the first 90 days of hire. 
Annual refresher training, which is developed each year based on internal/external privacy trends, is 
also required of all employees, who have 30 days to complete it. If a workforce member is 
responsible for an unauthorized disclosure, that member is also required to complete an additional 
privacy refresher training designed for that purpose.

In addition to required formal trainings, the Blue Cross NC Privacy and Security Offices conduct 
ongoing privacy and security education and awareness activities. These include privacy roadshows, 
newsletters, articles, and other privacy and security educational sessions. Privacy Coordinators, who 
are assigned to individual business areas, are also responsible for sharing privacy and security 
related communications, quizzing employees, and holding an annual privacy meeting with their 
area.

4. Do all the above employees receive comprehensive training (i.e., training which covers the privacy 
and security of PHI; both physical and technical)? Yes No 

a. If no, provide details of the level of training made available to employees.

N/A

5. When was HIPAA training last updated? When is the next planned update?

The refresher training is updated each year to reflect both internal as well as external 
privacy/security trends. The 2022 annual refresher training, developed earlier this year, was 
assigned to the workforce on July 18, 2022, with a completion date of August 18, 2022. 

6. Are there internal HIPAA privacy policies and procedures in place which govern the privacy practices 
of the organization and its employees? Yes No 

7. Attach a copy of all internal/employee-facing privacy policies and procedures.

a. Note when the privacy policies were last reviewed or updated:  

All policies are reviewed/updated at least every two years or more often as needed. For specific 
dates, see Appendix 3 - Attachment H - Question 7 - Privacy Policies. Each policy references the 
effective date and last reviewed date.

8. Are employees trained on the privacy policies and procedures? Yes No 

9. Are employees required to sign an agreement stating they have read and understand the privacy 
policies and procedures? Yes No 

10. Are there internal HIPAA security policies and procedures in place which govern the security 
practices of the organization and its employees? Yes No 

11. Attach a copy of all internal/employee-facing security policies and procedures.

a. Note when the security policies were last reviewed or updated:  

CONFIDENTIAL

CONFIDENTIAL
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All policies are reviewed/updated at least every two years or more often as needed. For specific 
dates, see Appendix 4 - Attachment H - Question 11 - Security Policies. Each policy references 
the effective date and last reviewed date. 

12. Are employees trained on the security policies and procedures? Yes  No  

13. Are employees required to sign an agreement stating they have read and understand the security 
policies and procedures? Yes  No  

14. Can you provide documentation that all employees have completed training? Yes  No  
15. Has your organization received any certifications regarding HIPAA compliance? (If yes, please 

provide copies of the certification and the date when the certification was awarded.) 

In 2021 Blue Cross NC worked with an independent audit firm to complete a HITRUST Certification 
v9.1 readiness assessment, resulting in a HITRUST maturity score of 3, and a Security Program 
Maturity Assessment against the National Institute of Standards and Technology (NIST) 
Cybersecurity Framework, resulting in a maturity score of 3.5. In addition, Blue Cross NC worked 
with the audit firm to revise its Security Policy and Security Safeguard Standards to align with the 
HITRUST CSV v9.1 policy requirements. 

Blue Cross NC has undergone several successful security controls audits or assessments performed 
by independent assessors over the years. These include a HIPAA HITECH Privacy and Security 
Compliance Assessment completed by McGladrey in December 2013. 

16. When was the last time your company was audited to determine HIPAA compliance? Provide date 
the audit was performed and the name of the company who performed it. Provide copies of the 
audit findings. 

The last SOC 2 Type 2 final audit report was issued in December 2021. Section V of the report 
contains a table that maps all SOC 2 Type 2 controls to the applicable HITRUST Control Categories. 

Data Security 

17. Provide details of the methods the company employs to secure and render PHI unusable, 
unreadable, or indecipherable to unauthorized individuals. 

All confidential information must be encrypted when transmitted over an open network or stored in 
an unsecured location. If it is not feasible to encrypt the data, it may be secured using other 
methods approved by Blue Cross NC Enterprise Security. Enterprise Security must approve all 
encryption technologies used to protect Blue Cross NC data. 

All confidential information stored on portable media or equipment (e.g., external hard drives, USB 
drives, laptops, notebooks, other transportable computers, etc.) must be encrypted, or the media or 
equipment must be encrypted. Encryption technologies used to protect information exchanges with 
business partners must use industry standard key management practices as defined by Enterprise 
Security. 

18. Describe security procedures – physical, technical, and administrative – in place to ensure the 
confidentiality of PHI internally, and when transmitting data externally to the Plan or to Plan 
vendors. 

In addition to encryption, any data defined as Legally Protected Information in the Blue Cross NC 
Security Classification Safeguards is monitored for data exfiltration via mobile storage and 
transmission to the internet. We regularly scan company accessible file stores and the intranet for 
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Legally Protected Information, and the data is removed when found. All user-initiated information 
exchange technologies must effectively implement currently supported Data Loss Prevention (DLP) 
tools as defined by Enterprise Security. DLP tools prevent the unauthorized sending or transfer of 
Legally Protected Information such as PHI outside of Blue Cross NC systems. 

19. Do you have procedures to identify and respond to suspected or known security incidents; mitigate 
(to the extent possible) harmful effects of known security incidents; and document incidents and 
their outcomes? Please describe. 

Confirmed. Enterprise Security has implemented procedures for identifying and responding to 
suspected or known security incidents and breaches. Enterprise Security will mitigate, to the extent 
practicable, the harmful effects of known security incidents and breaches. We will also document 
such incidents and record their outcomes. Enterprise Security accomplishes this by monitoring for 
potential and actual security incidents, including issues related to DLP, and escalating to Enterprise 
Security management when appropriate. We conduct security incident response and reporting 
actions to provide an accurate definition of the incident, and we maintain appropriate chain of 
custody for evidence. 

When necessary, Enterprise Security will escalate activities to the Corporate Incident Response 
Team, which includes Corporate Communications, Legal, Human Resources, Enterprise Security, 
Information Technology, Corporate Safety & Security, Compliance, and Privacy. This occurs when 
the incident has significant organizational impact. Enterprise Security management will make 
decisions to modify and restrict the provision of services (network and/or other actions). 

20. Has the company conducted a risk assessment and gap analysis to address any findings?  
Yes  No  

If yes:  Date: 7/28/22 and 7/29/22  

Performed by: Blue Cross NC engages a cross-functional team each year to complete a risk 
assessment and gap analysis. This team is comprised of Enterprise Security, the Privacy Office, Audit, 
Enterprise Risk Management, and Legal. 

21. Can you provide a copy of a SOC2, Type 2 security assessment report or a report performed under 
another security framework that can be cross-walked to the appropriate NIST-800-53 security 
control requirements (e.g., ISO 27001, HITRUST) for each service component used/involved in the 
proposed services? Yes (please attach)  No  

Blue Cross NC has undergone multiple SOC 2 Type 2 audits, performed by independent audit firms. 
The last SOC 2 Type 2 final audit report was issued in December 2021. Section V contains a table 
that maps all SOC 2 Type 2 controls to the applicable HITRUST Control Categories. See Appendix 5 - 
Attachment H - Question 21 - 2021 Blue Cross NC SOC 2 Report (Final). 

a. How often does the company conduct these types of audits? 

Annually. 

22. Provide the number of HIPAA violations reported to the Office of Civil Rights (OCR) in the last five 
years, the details of the violation, and include the amount of the fine incurred (if any). 

During the period 01/01/2017-12/31/2021, 168 breaches were reported to the Blue Cross NC 
Privacy Office. These breaches were reported to OCR by Blue Cross NC or by the applicable business 
associate. OCR did not impose any monetary fines or non-monetary penalties on Blue Cross NC, nor 
did they demand Blue Cross NC take corrective actions in response to any of the reported breaches. 
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OCR made an initial data request for one of the breaches reported in 2018; however, it was closed 
by OCR upon receipt of the requested information with no further follow up from OCR. See 
Appendix 6 - Attachment H - Question 22 - List of breaches for a list of the reported breaches with 
additional details. 

23. Does the company have in place procedures for the destruction of PHI compliant with the standards 
set forth in NIST Special Publication 800-88 Revision 1 (or most recent update) located at: 
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-88r1.pdf? Yes  No  

a. If yes, please describe the procedure for that destruction. 

The Blue Cross NC Enterprise Destruction standard complies with NIST Special Publication 800-
88, Revision 1, and includes requirements for hardcopy and electronic media destruction.   

Blue Cross NC uses Stericycle for hard copy document destruction, using locked bins in all Blue 
Cross NC facilities. The destruction process includes audit trails, secured vehicles, bonded staff, 
and final certificates of destruction.  

Blue Cross NC uses Commvault technology to perform backups of enterprise data. Backup data 
is encrypted at rest within the Blue Cross NC datacenter and during transport to AWS. After 90 
days backup data is purged from AWS.  

Data residing on hardware located in the Blue Cross NC datacenter colocations is encrypted, and 
encryption keys are stored in an alternate location. Upon a hardware failure, replacement, or 
retirement, equipment is removed from the datacenter and disposed of by the vendor. Since the 
data is in an encrypted state on the hardware, there is no risk of data being accessed by an 
external party. The vendor is required to provide attestation to Blue Cross NC of deletion of data 
in accordance with NIST Special Publication 800-88 Revision 1. 

Subcontractor Information 

24. Do you outsource work to Subcontractors who would have access to Plan data and PHI and who may 
qualify as Business Associates as defined by HIPAA? Provide the names of the companies, contact 
information, and details of what they are contracted to do. 

Yes. Please see Appendix 7 - Attachment H - Question 24 - List of Business Associates. 

25. Have you entered into Business Associate Agreements (BAAs) with all Subcontractors who may 
qualify as Business Associates to your company or the Plan for this work? If yes, provide copies of 
the executed BAA(s). 

Yes. See Appendix 8 - Attachment H - Question 25 - Copies of BAAs. Please note that previously, 
Blue Cross NC BAAs were stand-alone documents and were executed separately from any master 
agreements. More recently, BAAs have been included as addenda to any Master Agreement and are 
not executed separately. As part of the attachments, Blue Cross NC has also provided a copy of an 
amendment that was sent to all Business Associates in 2019 to update their current BAA to comply 
with 42 CFR Part 2. BAAs executed since that time incorporate the 42 CFR Part 2 requirements.  

26. How do you enforce and monitor HIPAA policies with Subcontractors and Business Associates? What 
penalties or fixes are in place for violations? 

The standard Blue Cross NC Business Associate Addendum template requires vendors to provide 
reasonable access to any privacy and security policies and to cooperate with the Privacy Office 
during any privacy compliance review or audit. Business Associates are also required to report 
security incidents as well as any unauthorized acquisition, access, use, or disclosure of PHI, and any 
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breaches of unsecured PHI. When incidents are reported, the Privacy Office, at its discretion, may 
request to review and evaluate the vendor’s compliance with applicable regulations as well as their 
own policies. Penalties may include the imposition of a corrective action plan up to termination of a 
contract or statement of work. 

In addition, Blue Cross NC has established a committee with representatives from Enterprise 
Security, Privacy, Internal Audit, Enterprise Risk Management, Corporate Compliance, and Corporate 
Services to regularly review quantitative and qualitative data from each of the represented areas. 
This review ensures appropriate corrective action plans are in place and identified risks are 
appropriately elevated and escalated for those vendors considered to be strategic, critical, and 
important. In the event that the Plan would be impacted by a violation, Blue Cross NC will send 
notification. 

27. Have you conducted an audit of any Subcontractors or Business Associates? Can you provide 
information as to whether they are HIPAA complaint at this time? Include all available SOC2, Type 2 
or substitute reports for Subcontractors and Business Associates. 

The Blue Cross NC Audit department performs vendor audits of Blue Cross NC strategic, critical, and 
important vendors. The population of vendors audited is identified thorough a vendor risk 
assessment exercise. The list of vendors to be audited may or may not include vendors that have 
access to PHI. However, for those vendors that do have access to PHI, these audits consist of an 
assessment of the design and operational effectiveness of controls which mitigate certain PHI-
related risks as it pertains to executed Security Addendums and Business Associate Addendums. (For 
instance, we verify the vendor has implemented appropriate administrative, technical, and physical 
safeguards to preserve the integrity and confidentiality of data, and/or we ensure the vendor has 
appropriate access controls in place relevant to systems housing Blue Cross NC information.) 

As the nature of our vendor audits is not for the purpose of assessing our vendors’ HIPAA 
compliance, we cannot offer an overall opinion on such compliance. Audit welcomes any further 
questions the Plan may have relevant to our vendor audit process, objectives, and scope. 

We are unable to provide SOC 2 Type 2 reports for the subcontractors, as they are considered 
confidential and proprietary, and the use of such reports is restricted by the vendor’s audit firm. The 
Plan may request these reports directly from the vendors or work with the client team to request 
these reports from the vendors. 

Emergency/Contingency Plans 

28. Describe the company’s disaster recovery plan for data backup, data recovery, and system testing 
should a disaster occur (e.g., flood, fire, or system failure). 

IT Service Management staffs a dedicated Recovery and Resilience Team that maintains the Disaster 
Recovery Plan (DRP) and conducts annual disaster recovery (DR) exercises to ensure preparedness. 
The DRP incorporates by reference more than 150 Technical Recovery Guides (TRGs) for business 
applications, services, and corresponding infrastructure that Business Impact Analyses identify as 
essential to critical operations. 

The DRP and associated TRGs are reviewed and updated annually, at minimum, and also whenever 
an addition, modification, or deletion of critical resources or key personnel occurs as identified 
through new projects, change management, or organizational changes.  

The DRP and annual DR exercises require executive (vice-president) approval. TRGs are approved by 
the respective line managers responsible for the technology or service covered. Any risks or issues 
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identified through the annual DRP maintenance and exercise process are logged in the enterprise 
risk register and remediated accordingly. The last full fail-over DR exercise was completed August 
20, 2021.  

With respect to data, Blue Cross NC employs a full range of procedures and measures aimed at 
securing all its resident data, software, and hardware. Primary data centers are co-located in a 
TierPoint facility in Morrisville, North Carolina, and in an Equinix facility in Ashburn, Virginia. Our 
disaster recovery data center is located in an Equinix facility in Denver, Colorado. Our mainframe is 
operated by HCL America in a facility in Houston, Texas, with its disaster recovery data center in 
Thornton, Colorado. All data centers feature a high degree of physical security, including gates and 
fencing, onsite security personnel, and continuous monitoring via closed circuit television. 
Environmental systems are fully redundant. And standby electrical generators are maintained with 
onsite fuel storage and supply contracts.  

In the event of a primary data center outage, our disaster recovery strategy is to recover fully 
operational copies of critical production systems to a combination of the remaining primary data 
center and disaster recovery data center. In the event of a mainframe data center outage, our 
strategy is to recover the mainframe to the Thornton, Colorado, data center. Recovery time 
objectives and recovery point objectives are set to meet business, contractual, and regulatory 
requirements for specific business capabilities. Critical data on our primary systems are replicated in 
real time over a dedicated high-speed fiber-channel link to our disaster recovery data center in 
Denver, Colorado. 

Encrypted backups of all data are performed nightly and stored locally, with a second copy 
replicated to AWS. All backups are kept per applicable retention policy for each data type. 

a. Provide the details of any incident that that has required activating the disaster recovery plan 
within the last two years, and any changes to the plan that were made as a result. 

We have not had to invoke the DRP within the last two years. 

29. Describe the company’s business continuity plan in the event of a disaster (e.g., flood, fire, power 
failure, system failure). 

Blue Cross NC has developed business continuity plans for use in the event of a business disruption 
or adverse event. All departments within Blue Cross NC have a departmental business continuity 
plan. Each line of business vice president is the plan owner who reviews and approves the plan at 
least annually. The plans are governed through enterprise policies and procedures. Our corporate 
crisis management process provides the framework, process, and communication for large-scale 
business disruptions. Pursuant to our corporate crisis management policy, our crisis management 
plan is tested annually. In addition, further requirements for all business continuity plans have been 
developed concerning a pandemic. 

The plans have identified critical people, capabilities, equipment, and technology needed to 
maintain business continuity. In the event business is disrupted, critical functions can be transferred 
in and among Blue Cross NC locations as well as to employees working remotely. Blue Cross NC 
performs a business impact analysis (BIA) on a periodic basis to identify and confirm its critical 
people, processes, equipment, and technology. The last BIA was completed November 17, 2021, and 
the next one will be completed by October 31, 2022. 

a. Provide the details of any incident that that has required activating the business continuity plan 
within the last two years. 
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We invoked our business continuity plans in March 2020 in response to the COVID-19 pandemic. 
We began watching the virus in January 2020 and initiated the pandemic team around that 
time. At the beginning of the pandemic, we met multiple times weekly and reported updates to 
senior leadership on a weekly basis. All major areas of the company were represented and were 
asked to initiate their business continuity plans by instructing employees to work remotely when 
the executive order from the governor came in. There have been no other activations since 
then. 

I hereby certify that the information provided above and attached hereto is true and correct to the best 
of my knowledge and belief. 

Roy Watson 

Name (Type) 

Signature 

9/21/22 
Date 

CONFIDENTIAL

CONFIDENTIAL
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Vendor: Blue Cross Blue Shield of North Carolina 

ATTACHMENT I: NONDISCLOSURE AGREEMENT 
By signing and returning this document, Vendor (Blue Cross Blue Shield of North Carolina), 
understands and agrees to the following: 

1. Upon the Plan’s determination that Vendor has met the Minimum Requirements, Vendor will be 
provided access to Plan Data. 

2. This Data is being provided for the sole purpose of assisting Vendor in preparing a responsive 
and responsible proposal to the TPA Services RFP (RFP#270-20220830TPAS) and is for the 
purpose of Plan Operations. 

3. Vendor shall not use the Data for any purpose other than to assist in preparing a response to the 
TPA Services RFP and shall treat the Data as confidential. 

4. Vendor shall not distribute or share the Data with any person or entity not assisting Vendor in 
preparing a response to the TPA Services RFP. Vendor shall hold any person or entity assisting in 
preparing the response to the TPA Services RFP to the same terms of this Nondisclosure 
Agreement as Vendor is held. 

5. If Vendor does not bid on the TPA Services RFP, Vendor shall, upon making that decision, 
immediately destroy the Data from Vendor’s files or records. Vendor shall not retain or maintain 
any copies of the Data. 

6. If Vendor submits a proposal in response to the TPA Services RFP, Vendor shall immediately 
destroy the Data from Vendor’s files or records upon notification that an award has been made 
or the TPA Services RFP has been cancelled. 

7. Vendor shall destroy and dispose of Plan Data using the guidelines outlined in the National 
Institute of Standards of Technology (NIST) Special Publication 800-88 Revision 1 located at: 
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-88r1.pdf. 

8. After all Data has been destroyed, an authorized representative of Vendor with knowledge of 
the Data destruction shall complete, sign, and return the Plan’s Certificate of Data Sanitization 
within 30 days of the event giving rise to Vendor’s obligation to destroy the Data. Vendor can 
obtain a copy of the certificate by e-mailing Chris Almberg at Chris.Almberg@nctreasurer.com 
with a copy to SHPContracting@nctreasurer.com. 

9. Provide the name, title, and email address of the individual designated to receive Data and 
Attachment A: Pricing. Do not respond with group/generic names and/or group/generic email 
addresses as these will not suffice. 

 Name:  Roy Watson  

 Title: Vice President of Group and Sales Segment  

 Email:  roy.watson@bcbsnc.com 
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10. If during the procurement process it becomes necessary for Vendor to replace the individual
previously identified in 9. above, Vendor shall immediately provide a signed and updated NDA
that includes the replacement individual’s name, title, and email address.

Vendor agrees to the above restrictions on the use of the Data: 

BY: Roy Watson, Vice President of Group and Sales Segment 
 (Person authorized to bind Vendor) 

CONFIDENTIAL

CONFIDENTIAL
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Date:   September 16, 2022 

RFP Number:   270-20220830TPAS

RFP Description: Third Party Administrative Services 

Addendum Number: 1 

Using Agency:   The North Carolina State Health Plan for Teachers and State Employees 

Purchaser:   Vanessa Davison 

Opening Date / Time:  November 7, 2022 @ 10:00 a.m. ET 

INSTRUCTIONS: 

1. This Addendum is issued in response to questions submitted.

2. Section 3.4 b) Technical Requirements & Specifications is amended to correct the name of Section 5.2.5
from “Medical Management” to “Medical Management Programs;” and Maximum Points in Section 5.2.4
Product and Plan Design Management from 4 to 41; and is restated in its entirety below:

b) Technical Requirements & Specifications:

Scoring points for the Technical Proposal will be allocated as follows: 

TECHNICAL AREAS MAXIMUM POINTS 

Section 5.2.1 Account Management 20 

Section 5.2.2 Finance and Banking 19 

Section 5.2.3 Network Management 28 

Section 5.2.4 Product and Plan Design Management 41 

Section 5.2.5 Medical Management Programs 18 

Section 5.2.6 Enrollment, EDI, and Data Management 40 

Section 5.2.7 Customer Experience 52 

Section 5.2.8 Claims Processing and Appeals Management 16 

Section 5.2.9 Claims Audit, Recovery, and Investigation 25 

Section 5.2.10 Initial Implementation and Ongoing Testing 3 

Section 5.2.11 Reporting 48 

Total 310 
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c) Vendor shall agree that the Plan has the right to independently evaluate,
audit, and verify such requirements as part of its evaluation and during the
life of the Contract, including requesting the performance of a penetration
test with satisfactory results. The State will verify any such third-party security
certification or assessment report yearly during the life of the Contract, and
Vendor will be required to provide an updated report or bridge letter verifying
that there have been no material changes in the controls reported since the
issuance of the last report. Bridge letters will only be accepted for two (2)
years after the date of the initial report to satisfy this requirement.

d) Vendor shall agree that the Plan has the right to, based upon its evaluation,
require that Vendor maintain cyber breach liability insurance coverage in an
amount specified by the Plan, and/or commit to obtaining a favorable third-
party security certification or assessment report no later than six months prior
to the date that Services under this Contract begin as a condition of Contract
award. Vendor shall provide documentation of the amount of cyber breach
liability insurance that it currently carries for all Vendor and/or third-party Data
Centers and Information Technology Systems used to provide the Services
under this Contract that will contain Plan Data. If Vendor is currently
undergoing a third-party NIST SP 800-53 Rev. 5 (or most recent revision)
compliant security assessment of such Data Centers or Information
Technology Systems, Vendor shall provide proof of purchase or a copy of its
contract with the third-party retained to perform the audit, and the expected
date for completion.

e) Vendor shall accept, and the Plan understands, that security certification and
assessment reports and security information provided to the State for the
purpose of this Contract may contain confidential information and/or trade
secrets. Refer to Section 14 “Confidential Information” of ATTACHMENT B:
INSTRUCTIONS TO VENDORS for information regarding the treatment of
Confidential Information.

5 Vendor must demonstrate financial stability.  Vendor shall provide audited or 
reviewed financial statements prepared by an independent Certified Public 
Accountant (CPA) for the two (2) most recent fiscal years that shall include, at a 
minimum, a balance sheet, income statement (i.e., profit/loss statement), and 
cash flow statement and, if the most recent audited or reviewed financial 
statement was prepared more than six (6) months prior to the issuance of this 
RFP, the Vendor shall also submit its most recent internal financial statements 
(balance sheet, income statement, and cash flow statement or budget), with 
entries reflecting revenues and expenditures from the date of the audited or 
reviewed financial statement, to the end of the most recent financial reporting 
period (i.e., the quarter or month preceding the issuance date of this RFP). 
Vendor is encouraged to explain any negative financial information in its financial 
statement and is encouraged to provide documentation supporting those 
explanations.    

Consolidated financial statement of the Vendor’s parent or related 
corporation/business entity shall not be considered, unless: 1) the Vendor’s 
actual financial performance for the designated period is separately identified in 
and/or attached to the consolidated statements; 2) the parent or related 
corporation/business entity provides the State with a document wherein the 
parent or related corporation/business entity will be financially responsible for the 
Vendor’s performance of the contract and the consolidated statement 
demonstrates the parent or related corporation’s/business entity’s financial ability 
to perform the contract, financial stability, and/or such other financial 
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considerations identified in the evaluation criteria; and/or 3) Vendor provides its 
own internally prepared financial statements and such other evidence of its own 
financial stability identified above.   

6 Vendor shall confirm it agrees to ATTACHMENT C:  NORTH CAROLINA 
GENERAL TERMS AND CONDITIONS without exception. 

7 Vendor shall complete and submit ATTACHMENT D:  LOCATION OF 
WORKERS UTILIZED BY VENDOR. 

8 Vendor shall be financially stable; and complete, sign and submit without 
exception, ATTACHMENT E: CERTIFICATION OF FINANCIAL CONDITION. 

9 Vendor shall complete, sign, and submit ATTACHMENT G: BUSINESS 
ASSOCIATE AGREEMENT. 

10 Vendor shall provide sufficient documentation and demonstrate HIPAA 
compliance through completing, signing, and submitting ATTACHMENT H: 
HIPAA QUESTIONNAIRE. If Vendor maintains that any information in 
documents submitted to demonstrate HIPAA compliance is proprietary or 
otherwise confidential, Vendor may Redact those portions in black. 

11 Vendor shall complete, sign, and submit ATTACHMENT I:  NONDISCLOSURE 
AGREEMENT. 

12 Vendor shall complete, sign, and submit ATTACHMENT J:  MINIMUM 
REQUIREMENTS SUBMISSION INFORMATION form.  

13 Vendor shall confirm it agreed to all performance guarantees as described in 
Section 6.3 and Schedules I and II. 

4. Requirement 5.2.11.2.x.2)j on page 72 is amended to change the report number from “Report 19:
Utilization and Cost-Share by Service Type-Paid Claims.” to “Report 18: Utilization and Cost-Share by
Service Type-Paid Claims.” The Technical Requirement 5.2.11.2.x.2) is restated in its entirety below:

2) Monthly Performance Matrix reports as outlined in Exhibit 12, “Matrix Reports,” and listed below:
a) Reports 1 and 2: Charge Summary Paid and Incurred Reports.
b) Reports 3 and 4: Charge Summary Trend Paid and Incurred.
c) Reports 5 and 6: Coinsurance and Deductible, Full Population-Paid and Incurred.
d) Reports 7 and 8: Coinsurance and Deductible, Closed Population-Paid and Incurred.
e) Reports 9 and 10: Copay-Incurred and Paid.
f) Report 11: Copay-Incurred (Claims Run out).
g) Reports 12 and 13: Claims Experience Summary by Demographics, Paid/Incurred, Time, etc.
h) Reports 14 and15: Financial Summary-Paid and Incurred.
i) Reports 16 and 17: Financial Reconciliation-Paid and Incurred.
j) Report 18: Utilization and Cost-Share by Service Type-Paid Claims

5. Return two (2) properly executed originals of this Addendum Number 1 with your Minimum Requirements
Proposal.  Failure to sign and return this Addendum Number 1 may result in the rejection of your proposal.
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No. Reference Vendor Question Answer 
1. Federal Tax ID 

Number, Page 
2 

Does the Federal Tax ID form need to be submitted 
with the Minimum Requirements Proposal, the 
Technical and Cost Proposal, or with both? 

The Federal Tax ID form on page 2 of 
the RFP should be submitted with the 
Technical and Cost Proposal. 

2. Execution 
Form, pages 
3-4

Can you confirm the Execution Pages do not need 
to be included with the Minimum Requirements 
response, but only with the Technical and Cost 
Proposal Response? 

Confirmed. Vendor shall submit 
Execution Pages with its Technical 
and Cost Proposal.  (See the First 
Amended and Restated TPA 
Minimum Requirements Table in 
Instruction #3 above.) 

3. 1.1 Vision 
Overview 
(page 8) 

What is the percentage of claims and percentage of 
dollars currently accessing the Clear Pricing (CPP) 
network vs. BCBSNC network? 

Currently, 38.1% of the network 
claims are CPP. 18.6% of the allowed 
network cost is CPP.  

4. 1.1 Vision 
Overview 
(page 8) 

Please confirm within the Vision Statement 
(paragraph 2), that outlines the current and 
projected initiatives are part of the Minimum 
Requirements. 

The Vision Statement is background 
information. The requirements are 
outlined in Sections 5.1 and 5.2.  

5. 1.2 Overview 
of the State 
Health Plan 
(page 9) 

Please confirm the Humana Group Medical 
Advantage PPO Base Plan - 143,197 enrollees and 
the Humana Group Medical Advantage PPO 
Enhanced Plan - 17,977 enrollees are not in scope 
for this request for proposal (RFP)? 

State Health Plan Members enrolled 
in the Humana Group Medicare 
Advantage Plans are not in scope for 
this RFP.  

6. 2.7.1, page 15 Can bidders restart page numbering with each 
separate requested document? 

Yes, Vendors can determine if and 
how they number their submission.  
However, Vendors shall adhere to 
instructions in Section 2.7 (a)-(f). 

7. 2.7.1, page 15 Can you confirm the copy we provide of Attachment 
C: North Carolina General Contract Terms and 
Conditions does not need to be physically signed? 

Confirmed, Attachment C: North 
Carolina General Contract Terms and 
Conditions does not require a 
signature. Vendor shall insert its 
company name at the top of each 
page in the space provided. 

8. 5.1 Minimum 
Requirements, 
TPA Minimum 
Requirements 
Table (page 
34) 

Please clarify instructions regarding listing the RFP 
Section Number and Page Number of Response 
column. Since page numbers within the RFP 
response/questionnaire will change with the final 
technical response. Does the page number 
requested refer to the page number in the RFP 
section or the response within the technical 
response? 

Vendor shall provide the Section 
Number and Page Number of where 
the Plan can find the Vendor’s 
response to the Minimum 
Requirement in the Vendor’s 
Minimum Requirements proposal. 

9. 5.1 Minimum 
Requirements, 
TPA Minimum 
Requirements 
Table (page 
34) 

Please clarify instructions regarding listing the RFP 
Section Number and Page Number of Response 
column. Can we provide responses within the RFP 
Section Number and Page Number of the 
Response column in lieu of referencing a the RFP 
Section Number and Page Number of Response? 

Vendor shall provide a “Minimum 
Requirements” proposal that includes 
responses to each Minimum 
Requirement in the TPA Minimum 
Requirements Table.  Vendor shall list 
the Section Number and Page 
Number in the TPA Minimum 
Requirements Table where the Plan 
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can find the Vendor’s response to the 
Minimum Requirements. 

10. 5.1 Minimum 
Requirements, 
TPA Minimum 
Requirements 
Table; 2.7.2; 
Technical and 
Cost Proposal 
Contents, item 
a) (page 34)

Item 13 indicates "Vendor shall submit two (2) 
completed and signed originals of Execution Page." 
However, under Section 2.7.2 a), it indicates 
"Completed and signed version of Execution Pages 
along with the body of the RFP…" Should the 
Execution Page be returned with the Minimum 
Requirements or with the Technical and Cost 
Proposal that will follow, or both? 

Vendor shall submit Execution Pages 
with its Technical and Cost Proposal.  
(See the First Amended and Restated 
TPA Minimum Requirements Table in 
Instruction #3 above.) 

11. Section 5.1, 4 Is the State willing to amend/negotiate this 
requirement? 

No.  Minimum Requirement #4 in 
Section 5.1 regarding data security is 
non-negotiable. 

12. Section 5.1, 5 Is the State willing to amend/negotiate this 
requirement? 

No. Minimum Requirement #5 in 
Section 5.1 regarding financial 
stability is non-negotiable. 

13. Section 5.1, 6 Vendor agrees mutually acceptable terms and 
conditions to define the nature of the administrative 
services to be provided by Vendor is a necessity. 
Vendor has a standard Administrative Services 
Only (ASO) agreement which includes additional 
operational provisions that will need to be included 
in a contract with the State. Is the State agreeable 
to utilizing and/or incorporating the ASO agreement 
as part of the Contract between the State and 
Vendor? 

Bidders must accept the Terms and 
Conditions as written. The Plan will 
not incorporate the Vendor’s ASO 
agreement or any part of the Vendor’s 
ASO agreement into this Contract. 

14. Section 5.1, 8 Is the State willing to amend this requirement? 
Recognizing, in an industry where lawsuits are a 
commonplace, we are mostly involved in lawsuits 
arising in the course of ordinary business. Please 
refer to Form 10-K and Form 10-Q for an updated 
description of material legal proceedings. These 
documents are available online: [Link removed by 
the Plan to maintain Vendor question anonymity.] 

No, the Plan is not willing to amend 
Minimum Requirement #8 regarding 
Attachment E: Certification of 
Financial Condition.  

15. Section 5.1, 9 Vendor includes a standard business associate 
agreement (BAA) part of our Administrative 
Services Organization (ASO) agreement. Is the 
State agreeable to utilizing our standard BAA? 

No, the Plan is not willing to utilize the 
Vendor’s standard BAA.   

16. Section 5.1, 
10 

Is the State willing to amend this requirement?  
Recognizing some of the questions would require 
the State sign an NDA and some of the requests 
are proprietary and confidential and cannot be 
distributed externally. 

No, the Plan is not willing to amend 
Minimum Requirement #10 regarding 
Attachment H:  HIPAA Questionnaire. 

17. Section 5.1, 
11 

Is the State willing to accept redlines to this 
document? 

No, the Plan is not willing to accept 
redlines to Minimum Requirement #11 
regarding Attachment I: 
Nondisclosure Agreement.  
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18. 5.1 
Minimum 
Requirements 
Table, 
8,9,10,11,12 

Are digital signatures acceptable on the execution 
pages, attachments and other signature-requiring 
forms? 

Yes, digital signatures are acceptable 
and binding for all forms requiring 
signatures including the Execution 
Pages.  

19. 5.1 
Minimum 
Requirements 
Table, 
13 

Are there specific requirements for the original 
signatures? i.e. wet signature, blue ink 

Vendors shall either provide wet 
signatures, preferably in blue ink or 
digital signatures. 

20. Section 5.1.1 
Medicare 
primary 
members 

Are you also reviewing fully insured Medicare 
Advantage plans as a part of this RFP? 

No, the Plan is not reviewing fully 
insured Medicare Advantage Plans as 
part of this RFP. The awarded Vendor 
will, however, be responsible for 
Medicare primary Members that are 
not enrolled in the Plan’s Group 
Medicare Advantage Plans.  

21. 5.1.1.d Vendor has a “firewall” between its TPA services 
operations and any other service operations, such 
as a PBM, consulting group, or any other services. 
Can the Plan please provide a definition of what 
you mean by “firewall”. 

Vendors may have multiple lines of 
business, including but not limited to 
TPA services, pharmacy benefit 
management services, Medicare 
Advantage Plans and/or consulting 
services. This RFP is for the TPA 
services outlined in the requirements; 
therefore, Vendors’ other services 
should not have access to nor impact 
the services under this Contract. This 
requirement also applies to Vendors 
that may already have a Contract with 
the Plan for other services.  

22. 5.1.2.a, page 
37 

In addition to claim recoveries, would any other 
types of transactions be made to the Depository 
Account? 

The Plan does not anticipate other 
types of deposits, but often payments 
to the Plan are misdirected to the 
incorrect vendor and automatically 
deposited. In these instances, the 
Vendor notifies the Plan of the deposit 
so that it can be applied to the 
appropriate account.  

23. 5.1.2.b, page 
37 

Is inline check processing an acceptable form of 
preprinted check stock? 

The Plan is not familiar with inline 
check processing. 

24. 5.1.3.c Vendor will work with the Plan to develop and 
implement provider specific alternative payment 
arrangements. 
Please provide examples of alternative payment 
arrangements other than those currently in effect. 

See Requirements 5.1.3.e., 5.1.3.g 
and 5.2.3.2.b.xii. for more examples 
of the types of alternative payment 
arrangements the Plan may be 
interested in pursuing.   

25. 5.1.3.h., and 
5.1.3.i 

If the Plan implements a Medicare-based 
reimbursement model, Vendor will adjust any 
payment and/or medical policies required to better 
align with Medicare pricing guidelines 
If the Plan implements a Medicare-based 
reimbursement model, Vendor will administer any 
other Medicare medical and payment policies 
adopted by the Plan. 

When administering a Medicare-
based reimbursement model, it is 
sometimes necessary to align both 
medical and payment policies with 
Medicare in order to pay the claims. 
For example, for a provider to be 
reimbursed for durable medical 
equipment (DME) under Medicare 
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Please provide the Plan’s definition of the following 
terms: 

• Medical Policy
• Payment Policies

they must be licensed and 
credentialed as a DME vendor. 
Licensing and credentialing may not 
be a requirement for DME under the 
Vendor’s commercial business, but to 
administer the Medicare payment, it 
would be required. That is an 
example of a payment policy change. 
In that same scenario, the TPA may 
have DME medical policy that 
includes medical necessity that is not 
needed because of the payment 
policy.  There will also be instances 
where a Medicare payment policy, for 
example, would require certain 
procedures to be performed only in an 
inpatient setting, while the Plan may 
not follow that requirement.   

26. 5.1.3.l Vendor will administer other reference-based 
pricing models, if requested by the Plan. 
Can the Plan please provide a definition of what 
you consider to be a reference-based pricing 
model? 

A reference-based pricing model 
determines reimbursement based on 
the fee schedule reference. For 
example, reimbursing professional 
services at 160% of Medicare.  
Medicare doesn’t have to be the 
reference, although is the most 
common. 

27. 5.1.3.j Page 
38 

With regards to 5.1.3.j., how is the NC State Health 
Plan looking for carrier partners to work with Optum 
Insight?   
What data elements are needed to be provided 
between the two parties?   
What is the frequency of data to be transferred? 

If the Plan decides to implement a 
Medicare based reference-based 
pricing reimbursement model, the 
Vendor will need a repricing partner to 
ensure all claims are paid at the 
appropriate percentage of Medicare. 
It is not required to be Optum Insight, 
but would need to be a reasonable 
replacement.  

28. Section 
5.1.4.a Benefit 
Administration 

Are there any other plan types that the vendor will 
administer? Eg. A fully insured Medicare 
Advantage plan? 

Requirements for a self-funded Group 
Medicare Supplement Plan are 
outlined in Requirement 5.2.4.2.b.xi. 
While there are currently no plans to 
implement a Medicare Supplement 
Plan on January 1, 2025, this 
requirement may be exercised at 
sometime during the life of the 
Contract.   

29. 5.1.5.c Vendor will customize any of the Medical 
Management programs, if requested by the Plan. 
Can the Plan please provide a definition of what 
you consider to be "Medical Management 
programs"? 

Medical Management includes 
programs the Vendor may have to 
address and manage Members’ 
medical and behavioral health needs 
and when appropriate limit utilization. 
See Requirement 5.2.5.2.b.ii.  

30. 5.1.8.a Vendor will comply with all requirements set forth in 
Article 29B of Chapter 90 of the North Carolina 
General Statutes.  As required, Vendor will validate 
provider enrollment in North Carolina’s Health 
Information Exchange (NC HealthConnex) prior to 
paying Plan Member claims.  If prohibited by the 

The Plan is aware of challenges in 
operationalizing and supporting the 
requirements set forth in Article 29B 
of Chapter 90 of the General Statutes.  
The Plan continues to promote 
legislation to ensure, to the extent 
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Statewide Health Information Exchange Act, 
Vendor must deny any claims received from 
providers that are not in compliance on the date of 
service. 
Will the Health Information Exchange provide a list 
of non-compliant providers? 

possible, that an efficient and 
effective operational solution is 
created. However, the Plan does not 
have authority over the information to 
be provided by the Health Information 
Exchange.   

31. 5.2.3.2. vii and 
viii 

Will NC State Health plan be providing the 
contracts, rates, policies and procedures of their 
current Clear Pricing / Reference based pricing as 
a baseline for possible future arrangements with 
other carriers? 

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   

32. 5.2.3.2 vii and 
viii 

Will the NC State Health Plan provide a listing of 
the current providers in their network and the Clear 
Pricing contracts with the participating providers 

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   

33. 5.2.3.2 vii and 
viii 

• Will the NC State Health Plan (NCSHP)
provider contracts and rates transfer to
Vendor for both designated Clear Pricing
Project (CPP) and NCSHP?  Can NCSHP
provide Vendor a list of all CPP provider
participants by service type (hospital,
ancillary, physicians)?  What percentage of
the NCSHP network currently is designated
as CPP?

• Is it NCSHP expectation that Vendor will
negotiate direct NCSHP agreements and
renewals on behalf of NCSHP?

• Is it assumed that all terms in CPP and
NCSHP contracts, including policies, will
also transfer?  Will NCSHP provide Vendor
all contract terms to review, including
contract exceptions?  If Vendor cannot
administer and/or adjudicate specific terms
in the contracts, will NCSHP agree to
amend to allow Vendor policy and terms to
be applied?

• Is it NCSHP expectation that Vendor will
“customize” any policy, program, contract
arrangement, etc. (e.g. value-based ACOs,
earned incentive programs) upon request
from NCSHP?  What is NCSHP
expectation if Vendor cannot administer the
request?

• Are there any specific contract and network
policies, provisions, network solutions,
reimbursement terms, payment

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   
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methodologies, etc. that are consider 
absolute to NCSHP without flexibility? 

34. 5.2.5.2 
Services 

xi. Vendor will transition specific specialty
pharmacy medication coverage to the Plan’s PBM,
if requested by the plan.

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   

35. 5.2.5.2 
Services 

xii. Vendor will provide claims and analytical data to
support the transition of specific specialty
medications to the Plan’s PBM.

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   

36. Attachment C, 
Page 96 

#28. Performance Bond – please confirm if a bond 
will be required for this bid and if so, will it be 
required at the proposal submission or upon award 
notification? 

Vendors are required to provide a 
performance bond.  See Section 6.3.5 
Third Party Administration 
Performance Guarantees Schedule I, 
that requires Vendor to provide proof 
of purchase of bond within 30 State 
Business Days of execution of 
Contract. 

37. Attachment D Does the vendor currently have any work done 
outside the United States (US)?  If applicable, 
please provide details of the type of work outside 
the US. 

The subcontractors for the Plan’s 
current TPA are not relevant to this 
Contract. However, the Plan would 
not support any Member-facing work 
being performed outside of the USA. 

38. Attachment I: 
Nondisclosure 
Agreement, 
item 7 

Vendor shall destroy and dispose of Plan Data 
using the guidelines outlined in the National 
Institute of Standards of Technology (NIST) Special 
Publication 800-88 Revision 1 located at: 
https://nvlpubs.nist.gov/nistpubs/SpecialPublication
s/NIST.SP.800-88r1.pdf. (page 115) 
Can you please define "Plan Data"? 

All Plan enrollment and claims data is 
considered Plan data. If the Plan 
develops any custom networks or 
provider reimbursement models, this 
data may also be deemed Plan data.  

39. Attachment K 
Minimum 
Requirements 
Response - 
5.1.3 Network 
Management 
Minimum 
Requirements 
(page 2) 

Please confirm the intent of this section.  Is it to 
confirm the vendors capabilities to perform and/or 
meet these requirements? 

Vendor must agree and be able to 
support all the requirements in this 
section.   

40. Attachment K, 
page 117 

Can you confirm that the Attachment K- Minimum 
Requirements Response Document that was 
posted to the Ariba site only needs to be returned in 
the Hard Copy/UBS submission once complete, 
and does not need to be reposted to the Ariba site? 

Confirmed.  Vendors shall submit 
Attachment K: Minimum 
Requirements Response in hard copy 
and on flash drives in accordance 
with Section 2.6.2 “Minimum 
Requirements Proposal Submission.”   
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41. Attachment K, 
Page 5 

Please clarify if the Plan is looking to carve out 
specialty pharmacy. 

The Plan is not looking to carve out 
specialty pharmacy. As noted in 
Requirement 5.2.5.2.a.i. the Plan 
expects the Vendor to handle 
specialty pharmacy and pass 100% of 
the rebates to the Plan. In 
Requirement 5.2.5.2.b.xi., the Plan 
addresses the possibility of 
transitioning specific specialty 
medications to the PBM.  

42. Attachment K • 5.1.2.d – What is the average weekly
claims funding amount for 2022 that the
Plan has approved? Are there any
requirements on how long it takes for the
Plan to approve the disbursements?

• 5.1.3.g – Does the Plan currently have
Medicare-based reimbursement in place
with their Vendor? If applicable, what
services and providers are included? Does
it apply to certain tiers and/or plans?

• 5.1.3.l – Please describe the other possible
reference-based pricing models the Vendor
will need to consider?

• 5.1.5.a – Does the Plan currently received
100% of the medical specialty pharmacy
rebates?

• 5.1.5.c – Does the Plan currently have a
customized medical management
program?  If applicable, please describe in
detail.

• 5.1.6 – Does the Plan or the Vendor
currently cover the cost of the data feeds?

1) Because of the transition to a new
benefits administration system in
2022, the first quarter disbursements
were not typical. The Plan generally
disburses between $50,000,000.00 -
$60,000,000.00 per week.
Disbursement approval will be
received by 4:00 p.m. ET on the day
prior to disbursement.
2) The Plan currently has Medicare
base reimbursements in place for
CPP providers. This applies to all
services provided by these providers.
The North Carolina State Health Plan
Network is utilized for all three (3)
plan designs.
3) The Plan has not determined what
other types of reference-based
models may be utilized.
4) The Plan currently receives 100%
of the specialty pharmacy rebates.
5) The Plan currently has a
customized population health
management program. Whether or
not the program will be customized in
the new Contract will depend on the
Vendor’s programs and the Plan’s
needs.
6) The ongoing cost of vendor data
feeds is included in the administrative
fees of each Vendor’s contract.

43. Attachment L 5.2.1.2.b – Does the Plan currently have dedicated 
resources from the Vendor?  If applicable, please 
list their roles and responsibilities. 

Questions pertaining to Section 5.2 
“Technical Proposal Requirements 
and Specifications” and Attachment L 
“Technical Requirements Response” 
should be submitted by Vendors that 
pass the Minimum Requirements as 
set forth in Section 2.4 RFP 
Schedule.   


	00_Redaction Inventory - Minimum Requirements
	01. Attachment J-Min Requirements Submission_Redacted
	02_5.1 Minimum Requirements_Redacted
	03_Attachment K - ALL confirmed - mimeo fix
	04_Attachment C-North Carolina General Contract Terms and Conditions
	05_Attachment D-Location of Workers Utilized by Vendor_Redacted
	06_Attachment E-Cert of Financial Condition_HQ_Redacted
	07_Attachment G-Business Associate Agreement_Redacted
	08_Attachment H-HIPAA Questionnaire_HQ_Redacted
	09_Attachment I-Nondisclosure Agreement_Redacted
	z_Addendum 1 TPA RFP_Redacted



